









	
 Home

	 Add Document
	 Sign In
	 Create An Account














[image: PDFKUL.COM]






































	
 Viewer

	
 Transcript













Ames Community School District Ames, Iowa 50010



604.2 Page 1 of 8



USE OF INFORMATION RESOURCES AND COMPUTER NETWORKS (INI) Appropriate and equitable use of technology empowers learners as they access, process and communicate information. Staff and students will have convenient and equitable access to hardware, licensed software and online resources as funding allows. Appropriate application of information sources, computer technology, and networks fully integrated into the content and instructional processes, will provide tools to assist all learners as they access, process, and communicate information. All staff and students should understand and exhibit good digital citizenship. Requirements associated with state and federal funding may require the District to employ technology protection measures. All staff has a responsibility to supervise online activities of students and to enforce District disciplinary policies addressing this area. The Superintendent is directed to establish a system that will comply with these requirements. Legal References: Copyright Act of 1976 Family Education Rights and Privacy Act (FERPA) Federal Child Internet Protection Act (CIPA) Health Insurance Portability and Accountability (HIPAA) Adopted August 14, 1995



Last Revision May 6, 2013



POLICY



Last Reviewed May 6, 2013



Ames Community School District Ames, Iowa 50010



604.2 Page 2 of 8



USE OF INFORMATION RESOURCES AND COMPUTER NETWORKS Each school year, principals, technology teacher librarians and/or classroom teachers will review technology-related procedures with users including staff and students. This review will include procedures adopted by the Ames Community School District as well as current federal, state, and local laws. These include, but are not limited to, District policies and procedures against bullying/harassment, plagiarism, and unethical conduct; as well as local, state, and federal laws prohibiting theft, copyright infringement, insertion of viruses into computer systems, vandalism, and other unlawful intrusions. The acceptable use of Ames Community School District’s information technology resources set forth in Board Policy and Administrative Rules apply to all staff and students using District Information resources. These policies also extend to nonschool District individuals and entities that access District information technology resources. The policies include: 401.18 604.1 602.2 603.3 504.2 504.1 503.1 105 505



Printing and Duplicating Services (Copyright) Materials Selection, Adoption, Maintenance, and Control Curriculum Research Teaching About Controversial Issues Inspections and Searches Student Conduct Code Identifying and Reporting Child Abuse Anti-Bullying/Harassment Student Records



In the event of violation of any of these policies, procedures or laws, current District disciplinary policies and any other of its practices and policies will be followed, including those regulating the provision of information to law enforcement authorities. Each year parent(s)/guardian(s) of each student, as well as the student, in grades K-3 will need to sign a form acknowledging receipt and understanding of the Digital Resources Acceptable Use Policy. Each year, students in grades 4-12 must sign a form acknowledging receipt and understanding of the Digital Resources Acceptable Use Policy. Technology teacher librarians are responsible for acquiring the required signatures and maintaining these records. The Digital Resources Acceptable Use Policy is distributed each school year. At the beginning of employment all staff must sign a form acknowledging receipt and understanding of the Digital Resource Acceptable Use Policy. Human Resources will be responsible for acquiring the required signatures upon employment. District Responsibilities The District shall respect intellectual propriety rights, including publication and distribution of any electronic file. The District will consider security a high priority in developing and assigning access privileges to the District network, Internet, and other electronic services. An electronic system will be used on the District-owned network to restrict or block access to sites that are deemed obscene, pornographic, or harmful to minors in accordance with the Federal Child Internet Protection Act (CIPA). Determination of “harmful” will follow the same procedures defined in policy IIAC, Reconsideration of Library Media center and resources (including computers, bandwidth, and technical ADMINISTRATIVE RULES
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support) are limited, and those resources should not be used for non-educational purposes. Educators should make sure that students’ use of digital resources is educationally sound and developmentally appropriate. In addition, any network traffic exiting the District is subject to the acceptable use policies of the District’s network connectivity providers. Individual Responsibilities Everyone using Ames Community School District information technology resources, including but not limited, to District-owned networks and District-owned devices, is responsible for: (1) being ethical and respectful of the rights of others and of the diversity of the communities including the rights to privacy and all other legal requirements and restrictions regarding access to and use of information; (2) refraining from any illegal and improper intrusions into the accounts of others and/or into any District information technology resources and systems; (3) taking all reasonable steps to ensure the accuracy and the security of the information that he/she complies or provides; (4) refraining from acts that waste resources and prevent others from having broad access to District resources, (5) recognizing and honoring the intellectual property rights of others, making citations as appropriate; and (6) Refraining from the use of technology to bully/harass others. Students who use their own equipment to access the District’s guest network are required to follow the same set of rules. Students who use their own personal equipment and/or the District guest network or outside networks may use this equipment for educational uses with the permission of the classroom teacher, or for personal uses during non-instructional time. They must recognize, however, that they are in a school setting and must respect the need to maintain a positive learning environment. All state and federal laws and Board policies apply, including 504.2, Inspections and Searches. Last Revision May 6, 2013
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USE OF INFORMATION RESOURCES AND COMPUTER NETWORKS ACSD DIGITAL RESOURCES ACCEPTABLE USE POLICY NOTE: This document is intended to be a cover sheet for the Acceptable Use Policy signature sheet that follows. The intended audience includes both parent(s)/guardian(s) and students. This document can and should be adapted/tailored to the age/grade level of the student who will receive it. The District’s digital resources, including Internet access, are provided for educational purposes in accordance with Board Policy INI. To remain eligible as a user, student uses must be in support of and consistent with the educational objectives of the Ames Community School District. Users are encouraged and expected to practice good digital citizenship. School and network administrators and their authorized employees monitor the use of information technology resources to help ensure that uses are secure and in conformity with this policy. Administrators reserve the right to examine, use and disclose any data found on the school’s computers, networks, and servers in order to further the health, safety, discipline, or security of any student or other person, or to protect property. They may also use this information in disciplinary actions, and will furnish evidence of crime to law enforcement. Adherence to the following policy is necessary for continued access to the District’s technological resources: Students must: Respect and protect the privacy of others: • Use only assigned accounts. • Not view, use or copy passwords, data, or networks to which they are not authorized. • Not distribute private information, including passwords, about others or themselves. Respect and protect the integrity, availability, and security of all electronic resources: • Observe all usage and network security practices, as posted (e.g. computer use for class work and school related activities only, not participating in instant messaging or enter chat rooms, using email only when related to class work). • Report security risks or violations to a teacher or network administrator. • Not destroy or damage data, computers, or other resources that do not belong to them. • Conserve, protect, and share these resources with other students and network users. Respect and protect the intellectual property of others: • Not infringing on copyrights (no making illegal copies of music, games, or movies). • Not plagiarizing Respect and practice the principles of good digital citizenship: • Communicate only in ways that are kind and respectful. • Report threatening or discomforting materials to a teacher. • Not intentionally access, transmit, copy, or create material that violates the school’s code of conduct (such as messages that are pornographic, threatening, rude, discriminatory, or meant to bully/harass). • Not use resources to commit acts that are criminal or violate the district’s code of conduct. • Not send spam, chain letters or other mass mailings. • Not buy, sell, advertise, or otherwise conduct business, unless approved as a school project.
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Students who do not comply with the above rules should expect consequences for this behavior. These may include, but are not limited to, suspension of computer privileges for a period of time, being allowed to access District technology resources only under one-on-one supervision, or other action as deemed appropriate under board policy. Students who use their own equipment to access the District’s guest network are required to follow the same set of rules. Students who use their own personal equipment and outside networks may use this equipment for personal uses during non-instructional time. They must recognize, however, that they are in a school setting and must respect the need to maintain a positive learning environment. All state and federal laws and Board policies apply, including JFG, Inspections and Searches. Please read and sign the attached form to indicate you have read and understand these policies. Last name Student ID number



First name Grade



EXHIBIT



Homeroom Teacher



Ames Community School District Ames, Iowa 50010



604.2 Page 6 of 8



STUDENT USE OF INFORMATION RESOURCES AND COMPUTER NETWORKS Ames Community School District Digital Resources Acceptable Use Policy 20__ – 20__ School Year The following guidelines for digital citizenship apply for all students in grades K-12: •



District digital resources (including computers, networks, and peripheral devices) may be used for class work and for school-related activities only, unless a teacher/administrator gives permission.



•



Keep your password private. Students should access only their own account(s).



•



Inappropriate use includes, but is not limited to: viewing of inappropriate material; playing games for recreational purposes; bypassing school filters; downloading and installation of software; and harming the District’s digital resources in any way.



•



The use of games and simulations that are teacher-directed and tied directly to District curriculum and grade level expectations are an appropriate use of digital resources.



•



In grades 4-8, email may be accessed only if it is related to class work or school-related activities, and permission is granted by a supervisor. In grades 9-12, personal email may be accessed at school, but usage should be appropriate. High school students using District resources for personal email use will be asked to log out if others are waiting to use those resources.



•



For students’ safety, all computers are remotely monitored.



Students who use their own equipment to access the District’s guest network are required to follow the same set of rules. Students who use their own personal equipment and outside networks may use this equipment for personal uses during non-instructional time. They must recognize, however, that they are in a school setting and must respect the need to maintain a positive learning environment. All state and federal laws and Board policies apply, including JFG, Inspections and Searches. Students who do not comply with the above rules could lose computer privileges for one week for their first offense. A second offense may result in the loss of computer privileges for the remainder of the school year AND students taking a computer-based class may be dropped from the course if applicable. Depending on the severity of the infraction, other consequences may apply. Ames Community School District School Board Policy INI addresses the topic “Student Use of Digital Resources and Computer Networks.” Use of District technology and technology resources must be consistent with the educational objectives of the District and the guidelines as presented below. Everyone using Ames Community School District information technology resources, including, but not limited to, District-owned networks and District-owned devises, is responsible for: (1) being ethical and respectful of the rights of others and of the diversity of the communities, including the rights to privacy and all other legal requirements and restrictions regarding access to and use of information;
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(2) refraining from any illegal and improper intrusions into the accounts of others and/or into any District information technology resources and systems; (3) taking all reasonable steps to ensure the accuracy and the security of the information that he/she compiles or provides; (4) refraining from acts that waste resources and prevent others from having broad access to Ames Community School District resources; (5) recognizing and honoring the intellectual property rights of others, making citations as appropriate; and (6) refraining from the use of technology to bully/harass others. Student signature ___________________________________________________ Date _______ Parent(s)/Guardian(s) signature ________________________________________ Date ________
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STUDENT USE OF INFORMATION RESOURCES AND COMPUTER NETWORKS Ames Community School District Digital Resources Acceptable Use Policy - Staff Year _____ Everyone using Ames Community School District information technology resources is responsible for: (1) being ethical and respectful of the rights of others and of the diversity of the communities, including the rights to privacy and all other legal requirements and restrictions regarding access to and use of information; (2) refraining from any illegal and improper intrusions into the accounts of others and/or into any District information technology resources and systems; (3) taking all reasonable steps to ensure the accuracy and the security of the information that he/she compiles or provides; (4) refraining from acts that waste resources and prevent others from having broad access to District resources; (5) recognizing and honoring the intellectual property rights of others, making citations as appropriate; and (6) refraining from the use of technology to bully/harass others. Any websites, other than the District website are considered external websites. Employees shall not post confidential or proprietary information, including photographic images, about the District, its employees, students, agents, or others on any external website without consent of the Superintendent. The employee shall adhere to all applicable privacy and confidentiality policies adopted by the District when on external websites. Employees shall not use the District logos, images, iconography, etc. on any external website. Employees shall not use District time or property on external sites that are not in direct relation to the employee’s job. Employees, students, and volunteers must realize that the Internet is not a closed system. Anything posted on an external site may be viewed by others all over the world. The District recommends caution when posting information to any website.



Signature _______________________________________________ Date ________________________
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