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Abstract The1990s have seen a rapid growth of research interests in mobile ad-hoc networking. The infrastructure less and the dynamic nature of these networks demands new set of networking strategies to be implemented in order to provide efficient end-to-end communication. These, along with the diverse application of these networks in many different scenarios such as battlefield and disaster recovery, have seen MANETs being researched by many different organizations and institutes. MANETs employ the traditional TCP/IP structure to provide end-to-end communication between nodes. However, due to their mobility and the limited resource in wireless networks, each layer in the TCP/IP model requires redefinition or modifications to function efficiently in MANETs. One interesting research area in MANET is routing. Routing in the MANETs is a challenging task and has received a tremendous amount of attention from researches. This has led to development of many different routing protocols for MANETs, and each author of each proposed protocol argues that the strategy proposed provides an improvement over a number of different strategies considered in the literature for a given network scenario. Therefore, it is quite difficult to determine which protocols may perform best under a number of different network scenarios, such as increasing node density and traffic. In this paper, we provide an overview of a wide range of routing protocols proposed in the literature. We also provide a performance comparison of all routing protocols and suggest which protocols may perform best in large networks. Keywords: - MANETs, AODV, routing protocols



1. CLASSIFICATION OF CURRENT ROUTING PROTOCOLS The [1] limited resources in MANETs have made designing of an efficient and reliable routing strategy a very challenging problem. An intelligent routing strategy is required to efficiently use the limited resources while at the same time being adaptable to the changing network conditions such as: network size, traffic density and network partitioning. In parallel with this, the routing Protocol may need to provide different levels of QoS to different types of applications and users. Prior to the increased interests in wireless networking, in wired Networks two main algorithms were used. These algorithms are commonly referred to as the link-state and distance vector algorithms. In link-state Routing, each node maintains an up-to-date view of the network by periodically broadcasting the link-state costs of its neighboring nodes to all other nodes using a flooding strategy. When each node receives an up-date packet, they update their view of the network and their link-state information by applying a shortest-path algorithm to choose the next hop node for each destination. In distance-vector routing, for every destination x, each node maintains set of distances    where j ranges  over the neighbors’ of node i. Node i selects a neighbor ,k ,to be the next hop for x If      .This allows each node to select the shortest path to each destination. The distance-vector information is updated at each node by a periodical dissemination of the current estimate of the shortest distance to every node [2]. The traditional link-state distance-vector algorithms do not scale in large MANETs. This is because periodic or Ankur Dhiman, IJRIT
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frequent route updates in large networks may consume significant part of the available bandwidth, in-crease channel contention and may require each node to frequently recharge their power supply. To overcome the problems associated with the link-state and distance-vector algorithms a number of routing protocols have been proposed for MANETs. These protocols can be classified into three different groups: global/proactive, on-demand reactive and hybrid. Each group has a number of different routing strategies, which employ a flat or a hierarchical routing structure. Reactive routing protocol:- also called on-demand routing protocols. In on-demand routing routes are determined when they are required by the source using a route discovery process Route discovery mechanism is used to find path. Path to the destination remains maintained until no longer needed or become inaccessible. AODV and DSR fall into this category. Proactive routing protocol: also called table-driven protocols. The routes to the entire destination are determined at the startup and maintained by using a periodic route update process. Such protocols keep updated routing information at each node in the network. DSDV, OLSR and WRP fall into this category. Hybrid routing protocols: These protocols combine the basic properties of the first two classes of protocols into one. That is, they are both reactive and proactive in nature an example of such protocol is ZRP, DDR, and DST. Routing tables are constructed with no duplicate numbers so that direct distance dialing service can be provided to all network subscribers.



2. Proactive routing protocols The proactive routing protocols attempt to maintain consistent, up-to-date routing information from each node to every other node in the network. These protocols require each node to maintain one or more tables to store routing information, and they respond to changes in network topology by propagating updates throughout the network in order to maintain a consistent network view. However, it incurs additional overhead cost due to maintaining up-to-date information and as a result; throughput of the network may be affected but it provides the actual information to the availability of the network. The areas where they differ are the number of necessary routing-related tables and the methods by which changes in network structure are broadcast. In networks utilizing a proactive routing protocol, every node maintains one or more tables representing the entire topology of the network. These tables are updated regularly in order to maintain up-to-date routing information from each node to every other node. To maintain the up-to-date routing information, topology information needs to be exchanged between the nodes on a regular basis, leading to relatively high overhead on the network. One the other hand, routes will always be available on request. This section describes a number of different proactive protocols and makes a performance comparison between them.



2.1 Destination sequence distance vector (DSDV) It is a proactive routing protocol and based on the Distributed Bellman-Ford Algorithm. The improvement from distance vector in wired routing protocol is in the terms of avoidance of routing loops. Each node maintains a routing table which has the list of all the possible destinations and number of routing hops to reach the destination. Whenever some packet comes to node, routing table is to be consulted to find the path. DSDV uses a concept of sequence numbers to distinguish stale routes from new routes and the sequence number is generated by the destination node. To maintain consistency in routing table, DSDV sends routing updates periodically [3].Therefore, a lot of control message traffic which results in an inefficient utilization of network resources. To overcome this problem, DSDV uses two types of route update packets: full dump, incremental packets [4] [5].



2.2 Wireless routing protocol (WRP) WRP uses, which uses the Bellman–Ford algorithm to calculate paths. Because of the mobile nature of the nodes within the MANET, The protocol introduces mechanisms which reduce route loops and ensure reliable message exchange.WRP, similar to Destination-Sequenced Distance Vector routing (DSDV), inherits the properties of the distributed Bellman–Ford algorithm. To counter the count-to-infinity problem and to enable Ankur Dhiman, IJRIT
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faster convergence, it employs a unique method of maintaining information regarding the shortest distance to every destination node in the network and the penultimate hop node on the path to every destination node. It differs from DSDV in table maintenance and in the update procedures. While DSDV maintains only one topology table, WRP uses a set of tables to maintain more accurate information. The tables that are maintained by a node are the following: distance table (DT), routing table (RT), link cost table (LCT), and a message retransmission list (MRL). Another disadvantage of WRP is that it ensures connectivity through the use of hello messages. These hello messages are exchanged between neighboring nodes whenever there is no recent packet transmission. This will also consume a significant amount of bandwidth.



2.3 Global state routing (GSR) Global State Routing (GSR) [6] [7] is a uniform, topology-oriented, proactive routing protocol. It is a variant of traditional link-state protocols, in which each node sends link-state information to every node in the network each time its connectivity changes. GSR reduces the cost of disseminating link-state information by relying on periodic exchange of sequenced data rather than flooding. In GSR, each node periodically broadcasts its entire topology table to its immediate neighbors. The topology table includes the node’s most recent assessment of its local connectivity and its current link-state information for the whole network topology. Each entry is tagged with a sequence number. A destination’s link-state entry is replaced only if the received entry has a larger sequence number. Based on the complete topology information in the topology table, any shortest-path algorithm can be used to compute a routing table containing the optimal next-hop information for each destination. GSR defines a variant of Dijkstra’s algorithm for this purpose.



2.4. Fisheye state routing (FSR) Fisheye State Routing (FSR) [8] is an implicit hierarchical routing protocol. Also considered a proactive protocol and is a link state based routing protocol that has been adapted to the wireless ad hoc environment. Relays on link state protocol as a base, and it has the ability to provide route information instantly by maintaining a topology map at each node. This will maintain updated information from the neighbor node through a link state table. In each node the network, a full topology map is stored then utilized. FSR uses the "fisheye" technique where the technique was used to reduce the size of information required to represent graphical data. The eye of a fish captures with high detail the pixels near the focal point. The detail decreases as the distance from the focal point increases. In routing, the fisheye approach translates to maintaining accurate distance and path quality information about the immediate neighborhood of a node, with progressively less detail as the distance increases.



2.5 Cluster-head gateway switch routing (CGSR) CGSR Cluster head Gateway Switch Routing protocol [9] is a multichannel operation capable protocol. It enables code separation among clusters. The clusters are formed by cluster head election procedure, which is quite intensive process. On that reason the protocol uses so called by using LCC can cluster heads only changed when two cluster heads come into contact with each other or when a node moves out of contact of all other cluster heads. CGSR is not an autonomous protocol. It uses DSDV as the underlying routing scheme. The DSDV approach is modified to use a hierarchical cluster head-to-gateway routing. A packet sent by a node is first routed to its cluster head, and then the packet is routed from the cluster head to a gateway to another cluster head, until the destination node’s cluster head is reached. That destination cluster head then transmits the packet to the destination node.
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Figure 1: CGSR routing example [9] In figure 1 there is a example how the protocols manages to transmit a packet from node A to node C in CMDA network 1. Node A (cluster head of C1) must get the Permission to transmit in Cluster C1. 2. Node B (gateway) must select the same code as node A to receive the packet from node A. 3. Node B must select the same code as node C (cluster head of C2) and get the permission to transmit in cluster C2 (receives token from node C)



2.6 Optimized link state routing (OLSR) The OLSR [10] [11] protocol is an optimized pure state link algorithm. It is designed to reduce retransmission duplicates and with a proactive nature the routes are always available when needed. It uses hop by hop mechanics when forwarding packets. It is a proactive routing protocol and is also called as table driven protocol because it permanently stores and updates its routing table. OLSR [12] [13] keeps track of routing table in order to provide a route if needed. OLSR can be implemented in any ad hoc network. Due to its nature OLSR is called as proactive routing protocol. OLSR [16] is a point-to-point routing protocol based on the traditional link-state algorithm. The novelty of OLSR is that it minimizes the size of each control message and the number of rebroadcasting nodes during each route update by employing multipoint replaying (MPR) strategy. To select the MPRs, each node periodically broadcasts a list of its one hop neighbors using hello messages. From the list of nodes in the hello messages, each node selects a subset of one hop neighbors, which covers all of its two hop neighbors. For example, in Fig. 2, node A can select nodes B, C, K and N to be the MPR nodes. Since these nodes cover all the nodes, which are two hops away. Each node determines an optimal route (in terms of hops) to every known destination using its topology information (from the topology table and neighboring table), and stores



•



MPR node



Figure 2: Multipoint relays Ankur Dhiman, IJRIT
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information in a routing table. Therefore, routes to every destination are immediately avail-able when data transmission begins.



2.7 Summary of proactive routing In summary, [1] table-driven routing protocols do not scale very well. This is because their updating procedure consumes a large amount of network bandwidth. OLSR may scale the best. This increase in scalability is achieved by reducing a number of neighboring nodes to rebroadcast the message. This clearly has the advantage of reducing, channel contention through the network when compared to strategies which use pure flooding where all nodes rebroadcast the message. This clearly has the advantage of reducing, channel contention and the number of control packet travelling through the network when compared to strategies which use blind or pure flooding where all nodes rebroadcast the messages. Hierarchically routed global routing protocols will scale better than table driven protocols, as they have introduced a structure to the network, which controls the network overhead. The common disadvantage associated with all the hierarchical protocols is mobility management as it introduces the unnecessary overhead to the network.



3. Reactive routing protocols A different approach from table-driven routing is source-initiated on-demand routing. This type of routing creates routes only when desired by the source node. Routes are discovered on-demand when trac must be delivered to an unknown destination. When a node requires a route to a destination n, it initiates a route discovery process within the network. This process is completed once a route is found or all possible route permutations have been examined. Once a route has been established, it is maintained by some form of route maintenance procedure until either the destination becomes inaccessible along every path from the source or until the route is no longer desired. In these systems, a route discovery protocol is employed to determine routes to destinations on-demand, incurring additional delay. When a node with a route to the destination (or the destination itself) is reached a route reply is sent back to the source node using link reversal if the route request has travelled through bi-directional links or by piggy-backing the route in a route reply packet via flooding. These protocols work best when communication patterns are relatively sparse.



3.1 Ad hoc On-demand Distance Vector (AODV) AODV [12] provides a good compromise between proactive and reactive routing protocols. AODV uses a distributed approach which means that a source node is not required to maintain a complete sequence of intermediate nodes to reach the destination [13]. AODV uses a routing table in each node and keeps one to two fresh routes. The incorporated features of AODV include features of DSDV, like the use of hop by hop routing, periodic beacon messaging and sequence numbering. AODV has the advantage of minimizing routing table size and broadcast process as routes are created on demand [14]. The two mechanisms; route discovery and route maintenance of AODV are like those of DSR.AODV is an on-demand routing protocol.. AODV does not allow keeping extra routing which is not in use [16]. AODV uses Destination Sequence Numbers (DSN) to avoid counting to infinity that is why it is loop free. This is the characteristic of this algorithm. When a node send request to a destination, it sends its DSNs together with all routing information. It also selects the most favorable route based on the sequence number [17].



3.2 Temporary Ordered Routing Algorithm (TORA) TORA is a protocol which is distributed and maintains only the information of adjacent routers [19]. It is a reactive on-demand routing protocol or hybrid that designed to provide multiple loop-free routes to a destination. It also minimizes reaction to topological changes. By maintaining the routes, TORA minimizes the communication overhead and consists of 'link reversal' of the Directed Acyclic Graph (ACG). Moreover, TORA is consider a bandwidth efficiency and highly adaptive and quick route repair during link failure since it has multiple route from source to destination. The shortest hop paths are given secondary importance and



Ankur Dhiman, IJRIT



466



IJRIT International Journal of Research in Information Technology, Volume 2, Issue 3, March 2014, Pg: 462- 470



longer routes are often used to reduce the overhead of discovering newer routes. Thus, TORA fits under the stability category.



3.3 Associativity based routing (ABR) ABR [33] is another source initiated routing protocol, which also uses a query-reply technique to determine routes to the required destinations. However, in ABR route selection is primarily based on stability. To select stable route each node maintains an associativity tick with their neighbours, and the links with higher associativity tick are selected in preference to the once with lower associativity tick. However, although this may not lead to the shortest path to the destination, the routes tend to last longer. Therefore, fewer route reconstructions are needed, and more bandwidth will be available for data transmission. The disadvantage of ABR is that it requires periodic beaconing to determine the degree of associativity of the links. This beaconing requirement requires all nodes to stay active at all time, which may result in additional power consumption. Another disadvantage is that it does not maintain multiple routes or a route cache, which means that alternate routes will not be immediately available, and a route discovery will be required using link failure. However, ABR has to some degree compensated for not having multiple routes by initiating a localised route discovery procedure (i.e. LBQ).



3.4 Summary of reactive protocols:Mostly [1] on-demand routing protocols have the same routing cost when considering the worst-case scenario. This is due to their routing nature, as they follow similar route discovery and route maintenance procedure. The worst-case scenario applies to most routing protocols when there is no previous communication between the source and the destination.. However, they may experience scalability problem in large network since each packet is required to carry the full destination address. In ABR and SSR the destination nodes select routes based on their stability [8] [11]. ABR also allows shortest path route selection to be used during the route selection at the destination (but only secondary to stability), which means that shorter delays may be experienced in ABR during data transmission than in SSR.. However, they may experience scalability a problem in large network since each packet is required to carry the full destination address. This is because the probability of a node in a selected route becoming invalid will increase by O (a.n) where ‘‘a’’ is the probability of the route failing at anode and ‘‘n’’ is the number of nodes in the route. Therefore, these protocols are only suitable for small to medium size networks. Reduction in control overhead can be obtained by introducing a hierarchical structure to the network.



4. Hybrid routing protocols Hybrid Routing, commonly referred to as balanced-hybrid routing, is a combination of distance-vector routing, which works by sharing its knowledge of the entire network with its neighbors and link-state routing which works by having the routers tell every router on the network about its closest neighbors. Hybrid routing is a third classification of routing algorithm. Hybrid routing protocols use distance-vectors for more accurate metrics to determine the best paths to destination networks and report routing information only when there is a change in the topology of the network. Hybrid routing allows for rapid convergence but requires less processing power and memory as compared to link-state routing.



4.1 Zone Routing Protocol (ZRP) ZRP is a hybrid Wireless Networking routing protocol that uses both proactive and reactive routing protocols when sending information over the network. ZRP was designed to speed up delivery and reduce processing overhead by selecting the most efficient type of protocol to use throughout the route. If a packet's destination is in the same zone as the origin, the proactive protocol using an already stored routing table is used to deliver the packet immediately. If the route extends outside the packet's originating zone, a reactive protocol takes over to check each successive zone in the route to see whether the destination is inside that zone.Thus ZRP reduces the control overhead for longer routes that would be necessary if using proactive routing protocols throughout the entire route, while eliminating the delays for routing within a zone that would be Ankur Dhiman, IJRIT
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caused by the route-discovery processes of reactive routing protocols. The disadvantage of ZRP is that for large values of routing zone the protocol can behave like a pure proactive protocol, while for small values it behaves like a reactive protocol.



4.2 Summary of hybrid routing Hybrid routing protocols have the potential to provide higher scalability than pure reactive or proactive protocols. This is because they attempt to minimize the number of re broad casting nodes by defining a structure, which allows the nodes to work together in order, organize how routing is to be performed. By working together the best or the most suitable nodes can be used to perform route discovery. This may potentially eliminate the need for flooding, since the nodes know exactly where to look for a destination every time. Another novelty of hybrid routing protocols is that they attempt to eliminate single point of failures and creating bottleneck nodes in the network. This is achieved by allowing any number of nodes to perform routing or data forwarding if the preferred path becomes unavailable. Routing class



Proactive



Reactive



Hybrid



5. Conclusion In this paper three categories of unicast routing protocols (some have multicast capability). The global routing protocols, which are derived mainly from the traditional link state or distance vector algorithm, maintain network connectivity proactively, and the on demand routing protocols determine routes when they are needed. The hybrid routing protocols employ both reactive and proactive properties by maintaining intrazone information proactively and inter-zone information reactively. By looking at performance metrics and characteristics of all of routing protocols, a number of conclusions can be made for each category. In global routing flat addressing can be simple to implement, however it may not scale very well for large networks [15]. In order to make flat addressing more efficient, the number of routing overheads introduced in the networks must be reduced. However, the current problem with these schemes is location management, which also introduces significant overheads to the network. In on demand routing protocols, the flooding-based
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Routing structure



Both flat and hierarchical structures are available



Mostly flat



Availability of route



Always available



Determined when needed



Depends on the location of the destination



Control traffic volume



Usually high



Lower than Global routing



Mostly, lower than proactive and reactive



Yes



Not required



Usually used inside each zone



Periodic updates Handling effects of mobility Storage requirements



Usually updates occur at fixed intervals.



High



AODV uses local route discovery Depends on the number of routes kept



Delay level



Small routes are pre determined



Higher than proactive



Scalability level



Usually up to 100 nodes



Source routing protocols up to few hundred nodes.



Mostly hierarchical



Usually more than one path may be available. Usually depends on the size of each cluster



For local destinations small. Designed for up to 1000 or more nodes



Table 7: Overall comparisons of all routing categories routing protocols such as DSR and AODV will also have scalability problems. In order to increase scalability, the route discovery and route maintenance must be controlled. This can be achieved by localizing the control message propagation to a defined region where the destination exists or where the link has been broken. Hybrid routing protocols such as the ZRP may also perform well in large networks. The ZRP routing protocol is another hybrid routing protocol, which is designed to increase the scalability of MANETs. References [1] S.Mohapatra, P.Kanungo “Performance analysis of AODV, DSR, OLSR and DSDV Routing protocols using NS2 Simulator” International Conference on Communication Technology and System Design 2011 pp.69-761877-7058 © 2011 Published by Elsevier Ltd, pp.69-76. [2] Sabina Baraković, Suad Kasapović, and Jasmina Baraković “Comparison of MANET Routing Protocols in Different Traffic and Mobility Models”,Telfor Journal, Vol. 2, No. 1, 2010, pp.8-12. [3] R.Al-Ani,“Simulation and performance analysis evaluation for variant MANET routing protocols”, International Journal of Advancements in computer ,Volume 3, Number 1, February 2011. [4] S.Kumari, S. Maakar, S. Kumar and R. K. Rathy, “Traffic pattern based performance comparison of AODV, DSDV & OLSR MANET routing protocols using freeway mobility model”,International Journal of computer Science and Information Technologies, Vol. 2 (4), 2011, 1606-1611. [5] Sunil Taneja, Ashwani Kush, “A Survey of Routing Protocols in Mobile Adhoc Networks”, International Journal of Innovation, Management and Technology, Vol. 1, No. 3, August 2010. [6]. V. Singla and P. Kakkar, “Traffic pattern based performance comparison of reactive and proactive protocols of mobile ad-hoc networks”, International Journal of Computer Applications (0975 – 8887) Volume 5– No.10, August 2010 [7] C.K. Toh, Ad Hoc Mobile Wireless Networks Protocols and Systems, Pearson Education, 2007. [8] J. Novatnack, L. Greenwald, H. Arora. “Evaluating Ad hoc Routing Protocols with Respect to Quality of Service,” Wireless and Mobile Computing, Networking and Communications WiMob‟2005 [9] A review of routing protocols for mobile ad hoc networks Mehran Abolhasan, Tadeusz Wysocki, Eryk Dutkiewicz Telecommunication and Information Research Institute, University of Wollongong, Wollongong, Ankur Dhiman, IJRIT
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