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Abstract In this paper, a novel color image watermarking based on Fast Discrete Pascal Transform has been proposed. The carrier image is divided into a pair of pixel components in row major order before applying Fast Discrete Pascal Transform (FDPT) in each pair of pixels. After the image has been converted to transform domain, the secret watermark is embedded. To transform into the spatial domain Inverse Fast Discrete Pascal Transform (IFDPT) is applied. This process is repeated based on the size and content of the watermark. Proposed technique works well than existing techniques such as (FWSDHTCIA) [6] technique in terms of Peak Signal to Noise Ratio (dB) and capacities (Bytes).
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1. Introduction Internet serves as an important role for data transmission and sharing in the highly digitalized world. As we are using a public medium, confidential data might be stolen, copied, modified, or destroyed by an attacker. Therefore, security problems become an essential issue. Steganography and watermarking is such an issue which solves this problem by protecting the secret information into another media in an imperceptible way. Steganography means covered writing which is a combination of two Greek words. It means hiding a secret message in an object in such a way that only the sender and receiver know about the existence of a secret message in it. It is much more effective than cryptography as cryptography does not hides the existence of the message. Cryptography only encrypts the message so that the intruder is not able to read it. Steganography [1] needs a carrier to carry the hidden message. Normally the cover or carriers with low number of colours or with unique semantic contents are avoided [2]. Based on cover image, steganography is classified as Text steganography, Image steganography, Audio steganography, Video steganography, and Protocol steganography [3]. Steganography is been widely used since the ancient times in different ways. But in the modern time with the advent of internet it has found a lot of application. An important application of steganography is digital watermarking which is used to scale down piracy. It has been found that global piracy in mp3 using internet costs the industry about £2.8 billion a year [3]. Two types of watermarking are used Fragile and Robust. Both require the information to be embedded which may contain the watermark of the original owner. In fragile watermarking the information is destroyed if the file is modified. The file which is tampered will not have the watermark. It is used to prove that the file is not modified. Robust watermarking is used in the applications in which changing the watermark will destroy the file or make it easily perceivable by human eye that the watermark is changed. A type of watermarking is called fingerprinting which is used to track the source of the copyright violation. When a file is distributed by the original owner it gives a unique identifier to every customer which is hidden in the file. If that file is found in possession of someone else the customer who has distributed the file is easily identified by matching the identifier of the file with that of the customer. However Ahsan Mullick,
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fingerprinting technique is not feasible in large scale distribution where each customer requires having a different identifier. Watermarking can also be classified as Visible and Imperceptible watermarks. Visible watermarks are easily perceived by human eye whereas imperceptible watermarks are hidden in the file so that it is not detected by human eye. The watermark data can be incorporated in both spatial and frequency domain whereas the frequency domain techniques provides better security and robustness. Few frequency transformation approaches previously used us for embedding watermark message/image are discrete cosine transform (DCT), discrete wavelet transform (DWT), discrete Fourier transform (DFT) etc. In 2012, Mandal and Ghosal [7] was proposed a novel watermarking technique based on Discrete Hartley Transformation. The Hartley transform has been chosen for watermarking purpose as it produces real output for a real input which can be designated as its own inverse. Thus it has computational advantages over the discrete Fourier transform, although analytic expressions are usually more complicated for the Hartley transform. The definition of SDHT is the difference of even and odd parts of the DFT. Proposed technique emphasizes on Fast Discrete Pascal Transform (FDPT) for watermarking purpose which offers better capacity, less quality degradation and enhanced security over existing transformation based watermarking methods as discussed above.



2. Fast Discrete Pascal Transform (FDPT) Discrete Pascal Transform (DPT) was proposed by Aburdene and Goodman [5]. But for a vector of length N, it required N2 multiplications and N(N-1) additions. To address this computational complexity A.N Skodras proposed a Fast Discrete Pascal Transform (FDPT) which requires only ½ N (N-1) additions and no multiplications [6]. It has reduced computational complexity which requires less time and hardware complexity. Suppose data is defined by matrix A and transform coefficient is defined by matrix B. The transform coefficient is given by the formula (1) ܤ0 1 B = XA or, ቂ ቃ = ቂ ܤ1 1



0 ܣ0 ቃ ቂ ቃ or, B0= A0 and B1=A0 - A1 −1 ܣ1



(1)



Where, X is the Pascal transform matrix. The Inverse Fast Discrete Pascal Transform (IFDPT) is used to convert the transform component into spatial component using the formula given by (2) A0=B1 and A1=B0 – B1



(2)



3. Proposed Method In this paper, a novel watermarking technique based on Fast Discrete Pascal Transform (FDPT) based watermarking technique has been proposed. The forward Fast Discrete Pascal Transform (FDPT) converts each pixel pair of the host into transform domain for embedding the secret watermark. Two bits of the watermark data stream are embedded into each transformed component in a sliding window manner. Each pair of embedded components is then re-transformed back into spatial domain using the inverse Fast Discrete Pascal Transform (IFDPT). The intended receiver extracts the secret data from the watermarked image using the reverse procedure. The extracted bits constitute either a character or pixel component which in succession generates the secret watermark.



3.1 Embedding Algorithm a) Divide the carrier image into a set of pair of pixel components in row major order. b) Convert each pair of pixel components into transform domain using Fast Discrete Pascal Transform (FDPT) in row major order. c) Embed two bits of secret watermark into each transformed component. d) Apply Inverse Fast Discrete Pascal Transform (IFDPT) to get back to the pixel components in spatial domain. e) Successive embedding operation produces the final watermarked image.
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3.2 Extraction Algorithm a) Consider a pair of pixel components from watermarked image. b) Convert each pair of pixel components using Fast Discrete Pascal Transform (FDPT). c) Two bits of hidden watermark are extracted from each transformed component. Each 8 bits extraction constitutes a pixel component. d) Apply Inverse Fast Discrete Pascal Transform (IFDPT) to get back to the pixel components in spatial domain. e) Repeat steps 1 to 4 until the whole watermark is extracted.



4. Experimental Results and Figures In the proposed scheme a 512 x 512 color image is taken as host image and a 254 x 256 gold coin as watermark. In Fig. 1 only the ‘Lena’ image has been used, to provide the overview of the process. Experimental results, figures and a comparative study with the FWSDHTCIA [7] scheme for the proposed technique has been discussed in this section. The experiment deals with five different color images (a-e), where each pixel is a combination of Red, Green and Blue components. Proposed technique offers good fidelity stego-image and a high capacity.



a.



Lena



b.



Gold-Coin



c.



Watermarked/Stego Lena



Fig 1. Original, Watermark and Watermarked images in proposed technique



It is seen from table 1 that the proposed technique improvises the capacities as well as quality in terms of Peak Signal to Noise Ratio over FWSDHTCIA [7]. In our proposed technique, for “Lena” image, the capacity is 32768 bytes more over FWSDHTCIA [7] whereas the PSNR (dB) improvement is around 3 dB.



Table 1. Comparative study of proposed technique over FWSDHTCIA [7] in terms of Capacity and PSNR



Carrier Images Lena Baboon Pepper Sailboat Airplane



FWSDHTCIA [7] Capacity (Bytes) PSNR (dB) 163840 38.69 163840 40.11 163840 38.77 163840 39.36 163840 38.13



Proposed Method Capacity (Bytes) PSNR (dB) 196608 41.8026 196608 41.7222 196608 39.2572 196608 41.5463 196608 41.8811



The comparison results in terms of mean, standard deviation and median between original and watermarked ‘Lena’ image for Red/Green/Blue channel is depicted in fig. 2. The experimental result in table 2 also ensures that the difference between two images is minimal.
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Table 2. Comparison results of mean, median and standard deviation in a channel wise manner



Mean Median Standard Deviation



Red Channel 180.22 197 49.05



Original Lena Green Blue Channel Channel 99.05 10.41 97 100 52.88 34.06



Watermarked Lena Red Green Blue Channel Channel Channel 180.70 99.63 105.96 197 98 102 49.04 52.92 34.15



5. Conclusion A secured watermarking technique has been proposed in frequency domain which performs better than existing techniques in terms of capacity and PSNR. Also, the fast Pascal transform offers a computational complexity for which it requires only ½ N (N-1) additions and no multiplications.
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