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Administrative Procedure 180



FREEDOM OF INFORMATION AND PROTECTION OF PRIVACY (FOIP) Background The Calgary Catholic School District (the District) is committed to ensure that it complies with the Alberta Freedom of Information and Protection of Privacy Act, RSA 2000, c F-25 (the FOIP Act). The basic objectives of the FOIP Act are: (1) to ensure that public bodies are open and accountable to the public by providing a right of access to records; and (2) to protect the privacy of individuals by controlling the manner in which public bodies collect, use, and disclose personal information (FOIP Guidelines and Practices, 2009 ed, Service Alberta). The District acknowledges the public’s general right of access to information in the District’s records, which is subject to specific limitations under the FOIP Act. The District also acknowledges its obligations to safeguard the confidentiality of personal information in its records and to protect personal information from unauthorized access, collection, use, disclosure, and destruction. The District FOIP Coordinator is primarily responsible to respond to formal requests to access District records, but each District employee is responsible to ensure that he or she collects, uses, and discloses personal information only in accordance with the FOIP Act. Procedures 1. For the purposes of the FOIP Act: 1.1



the Calgary Roman Catholic Separate School District No. 1 is the public body; and



1.2



the Chief Superintendent is the head of the public body.



2. The District must employ a FOIP Coordinator, who must be a District employee who is employed in the District’s Legal Services Department and who reports to the General Counsel. 3. The General Counsel must appoint another District employee who is also employed in the District’s Legal Services Department to act as the Acting FOIP Coordinator when the FOIP Coordinator is out of the office for any reason. 4. In accordance with subsection 85(1) of the FOIP Act, the Chief Superintendent: 4.1



retains all duties, powers, and functions of the head of the public body under sections 38 (Protection of Personal Information) and 74 (Duty to comply with orders) of the FOIP Act



4.2



delegates all duties, powers, and functions of the head of the public body under section 27 of the FOIP Act (Privileged Information) and section 93 of the FOIP Act (Fees) to the General Counsel; and
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4.3



delegates all remaining duties, powers, and functions of the head of the public body under the FOIP Act and Regulation to the FOIP Coordinator and the General Counsel.



5. The Chief Superintendent must direct how the District will: 5.1 protect personal information under section 38 of the FOIP Act by making reasonable security arrangements against such risks as unauthorized access, collection, use, disclosure, and destruction; and 5.2



comply with an order of the Information and Privacy Commissioner under section 74 of the FOIP Act.



6. The FOIP Coordinator must educate District employees about how to collect, use, and disclose personal information in accordance with the FOIP Act. 7. Each District employee must collect, use, and disclose personal information only in accordance with the FOIP Act. 8. If a District employee is not certain whether he or she will collect, use, or disclose personal information in accordance with the FOIP Act, then the District employee must request and follow direction from the FOIP Coordinator before the District employee collects, uses, or discloses the personal information. 9. If the FOIP Coordinator is not certain whether he or she or a District employee will collect, use, or disclose personal information in accordance with the FOIP Act, then the FOIP Coordinator must request and follow direction from the General Counsel before the FOIP Coordinator collects, uses, or discloses the personal information or gives direction to a District employee about how to collect, use, or disclose the personal information. 10. The FOIP Coordinator must respond to each formal request to obtain access to a District record under Part 1 of the FOIP Act only in accordance with the FOIP Act. 11. No District employee other than the FOIP Coordinator may respond to a formal request to obtain access to a District record under Part 1 of the FOIP Act. 12. If a District employee other than the FOIP Coordinator receives a formal request to obtain access to a District record under Part 1 of the FOIP Act, then the District employee must forward the request to the FOIP Coordinator immediately. 13. The FOIP Coordinator must require each applicant to pay the District fees for services as provided for in the regulations under the FOIP Act unless the General Counsel directs the FOIP Coordinator to excuse the applicant from paying all or part of a fee for services under section 93 of the FOIP Act. 14. The FOIP Coordinator must refuse to disclose information under section 27 of the FOIP Act that is subject to any type of legal privilege, including solicitor-client privilege, information prepared by or for an agent or lawyer of the District in relation to a matter involving the provision of legal services, or information in correspondence between an agent or lawyer of the District and any other person in relation to a matter involving the provision of advice or other services by the agent or lawyer unless the General Counsel directs the FOIP Coordinator to disclose the information.
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15. If the FOIP Coordinator is not certain about how to respond to a formal request to obtain access to a District record under Part 1 of the FOIP Act, then the FOIP Coordinator must request and follow direction from the General Counsel. 16. Subject to 17 of this Administrative Procedure, no District employee may refuse to disclose personal information or a District record in its original form, including confidential personal information and a confidential District record in its original form, to the FOIP Coordinator if the FOIP Coordinator directs the District employee to disclose the personal information or the District record to the FOIP Coordinator when such disclosure is necessary for the FOIP Coordinator to perform his or her duties under the FOIP Act. 17. A District employee may refuse to disclose information or a District record to the FOIP Coordinator if the information or the District record is subject to any type of legal privilege, including solicitor-client privilege, is information prepared by or for an agent or lawyer of the District in relation to a matter involving the provision of legal services, or is information in correspondence between an agent or lawyer of the District and any other person in relation to a matter involving the provision of advice or other services by the agent or lawyer, in which case, the District employee must disclose the information or the District record to the General Counsel. 18. Each District employee must report any actual or suspected breach of the FOIP Act by the District, including any actual or suspected breach of the FOIP Act by a District employee, whether intentional or not, to the FOIP Coordinator immediately. 19. No District employee may take any adverse employment action against a District employee only because the District employee, acting in good faith, reported an actual or suspected breach of the FOIP Act by another District employee to the FOIP Coordinator. 20. After receiving a report about an actual or suspected breach of the FOIP Act by the District or a District employee, the FOIP Coordinator must: 20.1



report the breach to the General Counsel, who may report the breach to a Superintendent or an Area Director; and



20.2



decide whether to report the breach to the Office of the Information and Privacy Commissioner.



21. If the FOIP Coordinator is not certain whether to report a breach of the FOIP Act by the District to the Office of the Information and Privacy Commissioner, then the FOIP Coordinator must request and follow direction from the General Counsel. 22. Each District employee who contravenes the FOIP Act or this Administrative Procedure may be subject to disciplinary action up to and including termination of employment with the District. Approval Date:



May 23, 2017



Reference:



School Act, RSA 2000, c S-3 Freedom of Information and Protection of Privacy Act, RSA 2000, c F-25 Freedom of Information and Protection of Privacy Regulation, AR 186/2008 FOIP Guidelines and Practices, 2009 ed, Service Alberta
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