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Abstract— In this paper we explore the design of multi-modal MAC for wireless ad hoc and sensor networks that dynamically adapt its behavior in order to minimize the energy to delivery ratio under a wide variety of network loads. The prime motivation is to balance the inherent trade-off between the energy wasted in collisions and the energy expended by collision avoidance handshake mechanisms. Towards this objective, the study goes through two phases. First, we explore the space of MAC modes subject to the constraint that different access schemes can inter-operate. Accordingly, we limit our attention to modes within the non-slotted random access paradigm. Second, we analyze, with the aid of detailed network simulations, the energy performance trade-offs of four variations of the CSMA/CA access scheme. Finally, we shed some light on the problem of dynamically switching between different modes depending on the network loading conditions and application QoS requirements. Initial results reveal interesting observations related to the energy/delivery contribution of channel reservation and single-hop acknowledgment packets under a wide variety of temporal network loads. Keywords— MAC, wireless ad hoc networks, sensor networks, multimodal, energy efficiency, control overhead, CSMA/CA.



I. I NTRODUCTION Future wireless networks are envisioned to accommodate battery-powered hand-held devices (e.g. personal digital assistants, cell phones, etc.) along with large numbers of microembedded devices such as sensors that cooperatively monitor a broad set of physical phenomena. Embedded systems may be unattended, too expensive to deploy and maintain, and autonomously operated for long periods of time (typically in the order of months or years depending on the application). Thus, saving energy is by far the major driving force for designing this type of networks, even at higher layers of the International Standards Organization (ISO) Open Systems Interconnection (OSI) protocol stack. This is not only due to the fact that energy is a precious resource, but also it is often non-renewable once the system is deployed, especially if embedded in the environment. Hence, energy constitutes a hard constraint in such systems and must be given high priority in the design along with the classical communication performance measures, namely end-to-end throughput and delay. Recent work by Ye et al. identified major energy consumption bottlenecks at the MAC layer, namely idle listening, interference (collisions), packet overhearing at unintended receivers and control overhead [7]. Minimizing the idle energy via synchronous, asynchronous and on-demand wakeup schemes constitutes the major thrust in energy-efficient MAC research as discussed in the next section. In this paper, we focus on a different problem that is orthogonal to idle listening and, hence, the proposed solutions could be readily integrated with various wakeup paradigms 1 ” 2006 c



HRL Laboratories, LLC. All Rights Reserved”



Mani Srivastava Department of Electrical Engineering University of California Los Angeles, CA 90095, USA [email protected]



introduced in the literature. In particular, we focus our attention on the collision and control overhead energy bottlenecks, identify their inherent trade-offs and propose techniques to balance it. Control energy accommodates the amount of energy needed to transmit, receive, or process control packets. Considerable amount of energy is expended in state of the art wireless ad hoc networks in order to maintain links and guard transmissions against collisions. Examples of control packets may include: i) Periodic beaconing necessary to establish and maintain the wireless links, local topology information, and synchronization throughout the lifetime of the network and ii) Short packets exchanged for the purpose of avoiding (or eliminating) data collisions and providing reliability. Channel access schemes for ad hoc and sensor networks can be broadly classified into random access (e.g. CSMA and CSMA/CA) and scheduled access (e.g. 802.11 PCF and TDMA). Both classes require extensive state information exchange between each transmitter-receiver pair, prior to establishing communication, in order to minimize data packet collisions. For instance, CSMA/CA employs the RTS-CTS-DATAACK 4-way handshake mechanism for protecting unicast packets. On the other hand, most TDMA schemes exchange twohop information at the beginning of each frame in order to create contention-free transmission schedules. Intuition suggests that energy savings could be achieved via dynamically adapting the collision avoidance and reliability handshake depending on the collision rate. Thus, we propose to expend energy on control packets only when needed. This, in turn, saves energy in scenarios where collisions are rare or when the application is loss-tolerant. On the other hand, tight collision avoidance and strict reliability are unavoidable when collisions are more frequent and/or applications are loss-sensitive. Our contribution in this paper is two-fold: i) Introducing the concept of MAC ”multi-modality”, via varying the control packets exchanged between the sender and the receiver, in order to balance the collision-control energy trade-off and ii) Quantify the collision and control packets (e.g. RTS, CTS and ACK) impact on the energy to delivery ratio. The key question we wish to answer is: How to identify the MAC schemes that minimize the energy to delivery ratio under a wide variety of network loads? First, we explore the space of MAC schemes and identify candidate modes subject to the inter-operability constraint. Accordingly, we focus on four modalities that are variations of the CSMA/CA protocol underlying the IEEE 802.11 distributed coordination function (DCF). Next, we quantify and compare the energy to delivery ratio for the chosen modes under a wide vari-
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ety of temporal network loads. The prime objective of this study is to confirm the multi-modal nature of the MAC, i.e. specific MAC mode(s) outperform others under different network operating regimes. Finally, we discuss candidate approaches for dynamically switching between different modes in response to the network behavior. However, developing specific mode switching schemes is out of the scope of this paper and is a subject of future research. The paper is organized as follows: In section II, a brief survey of related work in the literature is introduced. Afterwards, the problem is motivated in section III. In section IV, we explore the space of candidate MAC schemes which could play the role of different modes in our multi-modal framework. This is followed by a comparative simulation study that quantifies the energy to delivery ratio of the chosen MAC modes in section V. Finally, the conclusions are drawn in section VI. II. R ELATED W ORK Recent work has started to focus on the design of energyefficient MAC protocols for wireless ad hoc and sensor networks. For instance, [1][2] focused on improving the energy efficiency of power save modes in 802.11 WLANs. In addition, the problem of wakeup scheduling for minimizing idle energy has received considerable attention in the literature of low duty cycle wireless sensor networks. In [3] the authors propose a MACA-based multiple access scheme that turns nodes off when idle with the aid of a separate signaling channel. In [4], the authors propose a TDMA/FDMA based multiple access scheme in an attempt to save energy and reduce multi-user interference. The STEM framework described in [5] balances the energy-latency trade-off via adopting an asynchronous periodic sleep-wakeup pattern and polling using two regular radios for interference avoidance between data and wakeup packets. In [6], the authors introduce an on-demand wakeup scheme, using additional low power RFID radio, in a cellular setting where the base station dispatchs wakeup commands to terminals ondemand. The S-MAC protocol proposed in [7] provides energyefficient extensions to the class of CSMA/CA protocols with special emphasis on minimizing the energy waste due to idle listening, packet overhearing and control packets using the notion of message passing. However, message passing still hinges on plain CSMA/CA for resolving contention and, hence, inherits its energy-consuming per-packet RTS/CTS packets for collision avoidance and ACK packets for supporting link reliability. Consequently, in this paper we take a closer look at potential energy trade-offs associated with the control packets and collision rate experienced by CSMA/CA. The work in [10] extends the framework in [7] to control the length of the wakeup period in response to load variations for further energy savings. In [8], the authors introduce three heuristic asynchronous sleepwakeup mechanisms within the context of 802.11. A hierarchical architecture for data gathering applications in wireless sensor networks with correlated measurements was introduced in [9]. They proposed using a non-persistent CSMA protocol during cluster formation phase and TDMA, generated by the cluster head, during data transmission phase. In [11], the authors introduce a TDMA MAC scheme based on classical two-hop infor-



mation for saving energy via avoiding collisions and sleeping when idle. Finally, [12] provides valuable insights and design guidelines of potential energy savings techniques at various layers of the protocol stack. Thus, it is evident that majority of the research on energy-efficient multiple access has focused primarily on minimizing the energy wasted during idle listening. On the contrary, dynamically adapting the MAC behavior to a broad range of network loads and application QoS requirements has not received sufficient attention in the literature. III. M OTIVATION The motivation behind introducing MAC schemes that has multiple modes of operation is two-fold. First, communication performance of wireless ad hoc and sensor networks may be adaptively traded for energy savings as the application QoS and network load permit. For instance, data gathering for event tracking applications are generally tolerant to packet losses and, hence, create ample room for adopting aggressive energy saving techniques at all layers of the protocol stack such as: i) minimizing/eliminating MAC layer handshake and ii) avoiding periodic beaconing (e.g. Hello packets) used for neighbor discovery and building local topology. On the contrary, peer-topeer applications may impose strict constraints on the end-toend packet losses and/or delays. In this case, handshake and re-transmissions at the MAC and TCP layers become unavoidable which limits the room for energy optimizations. Therefore, we envision the multi-modal MAC concept as a key enabler to reach the ultimate goal of seamless operation under vastly different applications (data gathering, flooding, peer-to-peer), QoS requirements and spatio-temporal network loads. This paper constitutes a step towards this goal where we focus primarily on the inherent multi-modality at the MAC in response to variations in the temporal network load due to varying the packet size and packet generation rate. Second, there is an inherent trade-off between the energy wasted due to collisions and the energy wasted on collision avoidance and link reliability. At one hand, packet collisions constitute a major source of energy loss since energy is wasted in three forms: i) Transmitting the original packet that encountered collision, ii) Receiving and processing the corrupted packet and iii) Re-transmitting the collided packet. Therefore, minimizing packet collisions constitutes a cornerstone in any energyefficient multiple access scheme. On the other hand, a wellknown technique for minimizing collisions is to exchange short control packets prior to data transfer. This exchange is known as ”handshaking” since transmitter-receiver pairs notify each other, along with their single-hop neighbors, of the intended communication. It may take the following forms depending on the access scheme: i) Exchange control packets prior to and following the transmission of each data packet as in the RTS-CTS-DATAACK handshake of CSMA/CA in order to minimize the impact of the hidden terminal problem as well as support single-hop reliability and ii) Exchange control packets on a timeframe-bytimeframe basis with the objective of establishing collision-free schedules as in TDMA-based schemes. Clearly, collision avoidance handshake mechanisms waste energy for transmitting and receiving the control packets. Although this energy should not overweigh the energy waste attributed to collisions, this may not
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be generally the case. Clearly, the energy waste due to collisions is significant only under heavy load scenarios. Under light load conditions, collisions become rare events and, hence, their role in the aforementioned trade-off becomes marginal. Thus, entirely eliminating the energy-consuming virtual carrier sensing mechanism and relying solely on physical carrier sensing might be a favorable design choice under light load regimes. Therefore, it is of paramount importance to quantify the contribution of those opposing factors on the the system energy consumption under different contention scenarios. In this paper, we analyze this trade-off in a systematic manner in an attempt to gain key insights about the problem which could have fundamental impact on developing energy-efficient collision-avoidance mechanisms in the future. IV. M ULTI - MODAL MAC D ESIGN A. The Inter-operability Challenge In this section, we investigate the choice of different MAC modes that not only exhibit different points on the energyperformance trade-off curve but can operate simultaneously as well. Towards this objective, we discuss the ”existence” and ”feasibility” of achieving MAC multi-modality. As pointed out earlier, MAC schemes can be classified to random access and scheduled access. From another perspective, they can also be classified to slotted and non-slotted schemes. At one extreme, CSMA represents random non-slotted access schemes whereas TDMA type schemes are classified as scheduled slotted access. Furthermore, IEEE 802.11 point coordination function (PCF) serves as an example of scheduled non-slotted schemes and, finally, slotted Aloha is classified as random slotted access. The first question that arises is whether there is an optimum fixed medium access control strategy that minimizes the energy to delivery ratio for all application types over a wide range of spatio-temporal network loads. The answer to this is an unambiguous no since it is not only intuitively obvious but also verified by the simulation results presented in the next section. The optimum MAC is a function of node density and topology, and traffic characteristics (spatial pattern, packet rate, and packet size), which all vary over time and space. For example, under bursty, light traffic and/or high mobility, scheduled access suffers from wasted resources and high overheads. On the other hand, static, deterministic settings with heavy traffic load favor scheduled access. The spatio-temporal variations in traffic are particularly pronounced in wireless sensor networks where long durations of quiescence are randomly punctuated by burst of activities in some parts of the network. The variations in node density and topology are more pronounced in mobile ad hoc networks due to the unpredictable and non-uniform node mobility. In summary, this indicates the need for a MAC protocol that makes different choices for the access mechanism at different points in space and time. Next, we discuss the practical feasibility of multi-modal MAC protocols. Based on the previous discussion, different MAC modes could be employed in different parts of the network at a certain point of time. Therefore, these MAC modes must be ”compatible” so that nodes at the boundaries of regions using different modes can interact and understand each other.



Fig. 1. The Inter-operability Challenge



However, employing MAC modes that can not communicate (e.g. slotted scheduled access and non-slotted random access) as shown in Figure 1 gives rise to the following challenges. Nodes using different MAC modes will not be able to communicate and, hence, the entire network becomes fragmented to a number of isolated islands where intra-island communication is feasible using the most energy efficient MAC mode, yet, communication across islands is infeasible. One approach to circumvent this hurdle is to force the entire network to use the same MAC mode at any given time. However, this would not only yield poor performance for certain parts of the network but also poses strict constraints on transforming the entire network from one MAC mode to another which needs to be handled efficiently and quite carefully to keep disruption minimal. In this paper, we embrace an alternative approach discussed in the next section. B. Space of MAC Modes Clearly, designing multi-modal MAC that spans both random and TDMA access is challenging, particularly in an ad hoc setting. Hybrid access schemes have been pursued earlier for cellular systems via making one of the access modes the primary mode, and layering the other on top of it. For example, packet reservation multiple access (PRMA) [15] embraces a hybrid model whereby randomly arriving calls contend for open time slots in a TDMA frame via random access, but once they win the contention, a periodic entry is made for them in the schedule and is maintained as long as packets continue to flow. Unfortunately, this scheme does not permit any seamless transition (i.e. multi modal operation) between the two extremes of random and scheduled access. Better in this regard would be the kind of approach taken by the defunct Home RF where an overall TDMA superframe is divided into a random access subframe and a scheduled access subframe [16]. Dynamically changing the boundary between the two subframes, enables the system to achieve seamless transition between pure random access and pure scheduled access. Likewise, 802.11 MAC has a similar goal but uses the opposite approach of layering a scheduled access service, namely PCF, on top of random access DCF. Basically, scheduled access traffic is sent at a higher priority by using smaller inter-frame spacing interval, when competing for the channel, and periodically grabs the channel for a known duration of time. Due to the underlying random access, there is an inevitable jitter in the start of the scheduled access interval, which in the worst case be as long as the duration of the longest packet. While both
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approaches (scheduled-on-random and random-on-scheduled) work well in cellular architectures where nodes are one hop from a base station where the scheduling is done, they do not extend easily to ad hoc settings where the distributed scheduling and timing synchronization problems tremendously increase the complexity. Given that spatial variation in the MAC modality is highly desirable, and that handling transitions between random and scheduled access modes is non-trivial, we limit our attention in this paper to modes that are compatible at a base level, albeit perhaps at inferior performance. This naturally leads to the issue of what is the possible space of modes. Clearly, limiting scope to the world of random access or scheduled access simplifies things considerably. With scheduled access one might have modes that correspond to different scheduling strategies, while with random access one might have modes that correspond to different choices of physical carrier sensing, persistence in accessing the channel, channel reservation (RTS/CTS), and data packet acknowledgment (ACK). In this paper, we explore random access modes with physical carrier sensing, backoff and retransmission mechanisms exactly similar to 802.11 DCF but with varying degrees of virtual carrier sensing and single-hop reliability. C. From CSMA and CSMA/CA to Multi-modality Our prime objective in this section is to define random access schemes with different control overhead. CSMA and CSMA/CA constitute intuitive choices since the former has no control overhead whereas the latter incorporates per-packet RTS, CTS, and ACK overhead. However, inter-operating these two protocols is faced with a fundamental hurdle attributed to their completely different timers, data structures and back off mechanisms as discussed next. CSMA timers and back off mechanism are simple. If the node attempts to transmit and finds the PHY layer busy, it backs off by a value chosen randomly according to a uniform distribution between 0 and Backoff (BO) initialized to the minimum value, BO MIN. If the back off timer expires and the PHY layer is still busy, it repeats with BO doubled. This is continued until BO reaches a maximum value, BO MAX, after which the packet is dropped. BO is reset to BO MIN whenever a transmission is done. When a node transmits a packet it yields for a fixed time to allow neighbors to transmit/receive, before it attempts to transmit another packet. On the other hand, CSMA/CA has a more complex set of timers and back off mechanism. If the channel is idle and the network allocation vector (NAV) is zero (updated by processing the duration field of the MAC header of all packets received in promiscuous mode), it simply transmits. Otherwise, it waits for notification that the channel is idle and then randomly selects a backoff. It waits for the NAV to count down to zero, then for DIFS or EIFS intervals, and finally for the back off timer to expire, before it attempts to transmit again. Meanwhile, if the physical layer becomes busy, the back off timer pauses. The timer resumes after the wait for DIFS/EIFS is over when reattempting to transmit. The back off timer is set to a random value uniformly distributed between 0 and contention window (CW). The CW varies between CW MIN and CW MAX. CW



doubles on each RTS or DATA retransmission if the node times out waiting for CTS or ACK. Unlike CSMA, 802.11 does not increase CW if carrier sensing determines the physical channel to be busy. CW is reset to minimum if RTS or DATA retransmissions have reached a limit or if an ACK is received. Accordingly, it is not clear what actions should a CSMA node take upon hearing RTS/CTS/ACK packets of a neighboring node using CSMA/CA. Notice that CSMA does not maintain a NAV table and, hence, would simply ignore the overheard control packets which could lead to disrupting the communication of neighboring CSMA/CA pairs. Thus, we need a CSMA-like scheme that has no control overhead, yet, conforms to the carrier sensing, collision avoidance, and persistence rules governing the operation of CSMA/CA and, hence, refrain from accessing the channel upon overhearing neighbors’ control packets. This led us to introducing four modes that are variations of CSMA/CA and represented by the following sequences of packet exchange for each data packet transferred between a sender and a receiver: DATA, DATA-ACK, RTS-CTS-DATA, and RTS-CTS-DATA-ACK. It is worth noting that these modes are inherently compatible since the data structures (e.g. NAV) along with the backoff and retransmission timers utilized by all the modes are exactly the same. V. P ERFORMANCE E VALUATION AND D ISCUSSION A. Simulation Setup In order to confirm the multi-modality of the chosen MAC modes (i.e. superiority of specific modes under different network loading regimes), we conduct a number of experiments using the Qualnet [20] simulator. We consider a random network topology where 50 stationary nodes are dispersed according to a uniform distribution in a square area of length 1500 meters as shown in Figure 2. All nodes share a single frequency band and each node has an omni-directional antenna that radiates energy according to an isotropic radiation pattern. The underlying physical layer is assumed to be 802.11b with a link data rate of 2 Mpbs. We assume a simple exponential path loss model with an exponent of 2.0. The radio transmission power was fixed to 15.0 dBm which translates to approximately 250 meters transmission range. In this set of simulations, we focus on the class of diffusion applications [17] as a means for generating many-to-one communication scenarios frequently encountered in network monitoring and data gathering applications. However, the proposed multi-modal MAC is not coupled to the class of diffusion routing protocols, on the contrary, it could be readily used with all MANET and sensor network routing protocols. The diffusion application is assumed to operate in the ”Pull” mode where the sink node(s) attempt to pull the data of interest from the temperature sensors onboard source nodes. In particular, sink nodes flood the network with interest packets every fixed interval. For each interest packet a node hears, it creates a gradient to the sender of that interest. Nodes use gradients to route data packets matching the interest back to the relevant sink. In our simulations, we assume node 49 to be the only sink in the network and all other nodes are sources2 . In addition, the data packet size 2 ”Figure



2 shows the multi-hop routes constructed from all sources to the sink,
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Fig. 2. Snapshot of the simulated diffusion application showing the multi-hop routes constructed from all source nodes to the sink



is varied between 1 and 1200 bytes and the interest packet generation rate is varied between 1 and 20 packets/sec. The polling interval, interest broadcast period and total simulation time were assigned in the fixed ratio of (1 : 20 : 200) for all simulations, so as to keep the total volume of traffic flow in all simulation runs the same. Next, we briefly describe the model used for computing the energy expended during the transmission and reception of control and data packets. We adopt the empirical models developed in [14] based on the energy measurements gathered for a Lucent IEEE 802.11 WaveLAN PC Card. Notice that the energy consumed during idle listening is not accounted for in the results presented in section V.C due to the following reasons: i) It is orthogonal to the collision-control energy trade-off under focus in this paper and ii) The problem of wakeup scheduling targeted towards minimizing the idle energy is out of the scope of this paper. Based on [14], the transmission and reception energy follow a linear model as shown below, E =α×S+β



(1)



where S is the packet size, in bytes, including all higher layer headers, namely diffusion, IP and MAC headers, in addition to the physical layer PLCP header. The experiments conducted in [14] suggest that the constants α and β are given by 0.00050 and 0.356mW respectively during packet reception. On the other hand, α and β are given by 0.0019 and 0.454mW respectively during packet transmission. B. Simulating the Modes As pointed out earlier, we simulate four variations of the CSMA/CA MAC protocol that use different combinations of it does not show the network topology.”



control packets which gives rise to the following handshake mechanisms: 1. 4-way handshake (RTS-CTS-DATA-ACK), referred to as RCDA. 2. No channel reservation (DATA-ACK), referred to as DA. 3. No link reliability (RTS-CTS-DATA), referred to as RCD. 4. No channel reservation and no link reliability (DATA), referred to as D. It is evident that the RCDA mode is the classical CSMA/CA underlying IEEE 802.11 DCF. On the other hand, the DA mode is achieved via setting the ”RTS threshold” (a tunable parameter in 802.11 MAC) to be arbitrarily large. According to the CSMA/CA protocol, the RTS/CTS control packets are sent only, for the purpose of channel reservation, if the the size of the data packet is larger than the RTS threshold. In this mode, the RTS/CTS packets will never be transmitted since the RTS Threshold is set to value larger than the range of data packet sizes of interest which, in turn, simulates the DA mode. The RCD and D modes differ from their reliable counterparts, namely RCDA and DA respectively, in the sense that the steps they follow for sending unicast packets resemble to a great extent the 802.11 DCF procedure for sending broadcast packets. For instance, after DATA transmission the sender does not go into a WAIT FOR ACK state or set the timeout/retransmission timers. Furthermore, upon DATA reception the receiver does not match the sequence number, does not update the list of received packets, and does not send an ACK. Accordingly, the duration field in the RTS, CTS and DATA packets, used by receivers to update their NAV tables under the D/RCD modes, is set to value that does not account for the time needed for ACK transmission due to the absence of the ACK in these modes. For mode D, the contention window (CW) never increases, since there is no retransmissions, and therefore does not have to be reset. For the RCD mode, the CW increases upon RTS retransmission and is reset when the RTS retransmissions reach a limit. Finally, we attempted to exploit the idea of resetting the CW upon the reception of CTS (similar to the idea of resetting the CW in RCDA upon the reception of an ACK), however, it made the RCD mode very aggressive in accessing the channel and therefore we did not adopt it. C. Simulation Results The performance metric used to compare the four modes under investigation incorporates both energy consumption and packet delivery performance. In particular, we compute the energy per good-bit received (E/G) in Joules/bit defined as the total energy expended by the network, over the duration of a simulation run, divided by the cumulative number of data bits successfully received at the sink node. Thus, the optimal operating point is achieved when the network consumes the least energy and the sink receives the highest good-bit, i.e. E/G is minimum. Notice that the E/G metric is directly proportional to E/PDR ratio, where PDR is packet delivery ratio and the proportionality constant is the number of data packets sent throughout the simulation which is fixed across all simulation runs. Thus, we will compare the energy and PDR behavior for all MAC modes in an attempt to characterize the E/G performance. Next, we discuss a set of plots showing the E/G behavior over
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a wide range of data packet sizes and packet generation rates. Figure 3 shows the performance of all four MAC modes where it is straightforward to notice their diverse behavior under different network loading regimes. Furthermore, D and RCD dominate performance over a wide range of packet sizes and packet generation rates. Mode D performs best under low to medium loads whereas RCD achieves best performance under high loading regimes. Next, we take a closer look at the impact of the RTS, CTS and ACK control packets on the network E/G performance.



Fig. 4. E/G performance of D relative to DA



Fig. 3. E/G vs. packet size and packet rate for all 4 MAC modes



Figures 4 and 5 quantify the impact of ACKs on performance via comparing the performance of D to DA in the former and RCD to RCDA in the latter. First, consider small packet sizes. At low packet generation rates, all modes experience essentially the same PDR due to low contention. However, the energy consumed in the ACK transmission as well as its reception by the sender node and all nodes within the transmission range to update their NAV, is significant. Therefore, in this loading regime, modes D and RCD outperform their reliable counterparts, namely DA and RCDA respectively. At medium packet rates, the role of the ACK starts to prevail. Hence, RCDA and DA have a slightly better PDR than RCD and D respectively. However, D and RCD turn to outperform their reliable counterparts since the energy consumed in transmitting/receiving DATA retransmissions and ACKs still dominates the E/G performance. At high packet rates, D and RCD exhibit higher PDR. Although it is counter intuitive, it completely agrees with the fact that the MAC queues are building up due to the high packet rate. Thus, retransmissions of the same packet in addition to the back off under DA and RCDA further aggravate the queue buildup which degrades the PDR for small packets. Furthermore, D and RCD exhibit lower energy consumption and, hence, yield better E/G performance. Next, we consider large packet sizes in Figures 4 and 5. At low and medium packet rates, D and RCD perform better than DA and RCDA respectively. Their PDR is higher in this re-



Fig. 5. RCD outperforms RCDA over the studied network loading regimes



gion where wireless contention is low and ACKs and data retransmission hinder PDR performance with additional traffic and longer back off periods. At high packet rates, though, DA does get better than D since mode D never backs off and when the packet size is large, the collision probability is high. DA, on the contrary, is neither greedy nor aggressive and hence performs better. On the other hand, RCD consistently outperforms RCDA because, RCD does back off when its RTS collides and a successfully transmitted RTS reserves the channel for DATA. So, at large packet sizes and high data rates, without sending RTS/CTS, sending an ACK improves performance but with RTS/CTS, ACK degrades performance. Next, consider Figures 6 and 7 which focus on the RTS/CTS contribution to the E/G performance. For small packet sizes,
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it is intuitive to notice that the RTS/CTS never help, they only add to the energy cost. Hence D and DA outperform RCD and RCDA respectively. For medium to large packet sizes and low packet rates, we start observing performance crossover, namely RCDA outperforms DA, yet, D slightly outperforms RCD. This is primarily attributed to the fact that DA needs confirmed delivery for large packet sizes with high collision rates, hence, it backs off rapidly. On the other hand, the RTS/CTS help RCDA by reserving the channel and hence reducing the collision rate and backoffs. Moreover, the energy contribution of RTS/CTS turns out to be insignificant compared to the transmission/retransmission/recpetion of large DATA packet sizes and, hence, RCD and RCDA turn out to consume almost the same energy as D and DA respectively. At high packet rates, DA and RCDA perform equally poor since they both behave conservatively. RCD outperforms D due to the frequent collisions emerging under this high load regime.



Fig. 7. E/G performance of DA relative to RCDA



Fig. 6. E/G for the dominating D and RCD modes



In conclusion, ACK packets contribute more to the energy consumption than to the delivery performance especially at higher temporal network loads. On the contrary, RTS/CTS packets are needed when large packets are transmitted, especially at moderate to high packet rates. D. Discussion: Mode Switching Schemes In this section, we shed some light on candidate mode switching schemes, however, the development and evaluation of the associated algorithms lie out of the scope of this paper and is a subject of future research. Clearly, the objective is to enable each node to autonomously and independently decide which MAC mode to use to transmit data packets to its single hop neighbors. A receiving node should simply follow the MAC mode it detects from the packet header. Thus, the mode switching decision is Sender-based according to the following simple rules: • The MAC mode is decided by the sender according to the switching schemes discussed later.



• A flag field is added to the MAC header to indicate whether the receiver needs to confirm the successful reception of a packet from the sender using an ACK or not. • A node may be operating in any mode, but if it receives an RTS intended for it, it must reply with a CTS and adopt either RCD or RCDA modes depending on the packet header. • A node may be operating in any mode, but if it receives a DATA packet (not preceded by an RTS) then it adopts either D or DA depending on the header. In light of the MAC multi-modality observed under different loads in the previous section, a candidate mode switching rule should be a function of the packet size and packet rate which are local information available to each node from the application layer. In addition, there is a direct relation between mode switching and the variation of the load from node to node. Thus, we differentiate two scenarios: i) Homogeneous load where all nodes running applications generating packets of same size and at the same rate at any point of time and ii) Heterogenous load where nodes in different regions of the network may run applications generating different packet sizes and rates at any point of time. Next, we discuss candidate mode switching schemes in the context of these two scenarios.



D.1 Homogeneous Load Under this scenario, it is straightforward to argue that all nodes should use the same MAC mode at any point of time. This stems from the fact that they are all subject to the same level of contention assuming uniform spatial node distribution, and equal packet sizes and rates across all nodes. However, the packet rate (R) and packet size (L) may change dynamically over time (as dictated by the application), yet, all nodes would still generate the same packet size at the same rate at any point of time. It is evident that all nodes in the network should follow the same mode switching rule. Thus, a candidate switching rule could be based on the crossover curve (representing the intersection of two planes) as observed in our simulation results. For
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instance, the crossover curve in Figure 4 for the D and RCD E/G planes dominating performance can be represented as a function L=g(R). This curve is generally a function of (# of nodes, node distribution, # of sources, # of sinks). Assuming the intersection curve g(R) is known at each node, we describe a candidate mode switching scheme: Model-based Mode Switching Compare the packet size generated by the application onboard each node at current instant t to the threshold g(R): if (L(t) > g(R(t))) Use mode RCD else Use mode D The natural question that arises next is: How to estimate the function g(R)? This function may be estimated offline since it depends on the number of nodes, sources and sinks as pointed out earlier. Thus, we need to setup a set of simulation experiments where we vary each of the above parameters and determine the crossover function g(R) under each simulation run. The next step would be to develop an empirical formula for g(R) as a function of the above parameters in an attempt to characterize a switching rule that can be pre-stored onboard all nodes that can be utilized under a wide variety of network scenarios. D.2 Heterogeneous Load If we assume that different regions of the network generate packets of different sizes and different rates, then these regions may use different MAC modes at any point of time. Accordingly, the crossover function would generally vary from a node to another, i.e. becomes gi (R) for node i. Defining gi (R) is more challenging compared to a single g(R) followed by all nodes as described in the previous scenario. Notice that a single threshold function, g(R), for all nodes can not be utilized in this scenario since the basic assumption there that all nodes use the same MAC all the time (and when they switch mode they do it simultaneously) which is not the premise here. Thus, it may be argued that Model-based mode switching would be hard to apply in this case and alternative schemes should be sought. For instance, switching modes based on feedback, where individual nodes measure packet transmission, reception and loss rates, and exchange this data with neighbors so that they may locally estimate the E/G metric, needs further investigation. VI. C ONCLUSIONS In this paper we introduced the concept of multi-modal MAC that dynamically adapt its behavior in order to minimize the energy to delivery ratio under a wide variety of temporal network loads. This is motivated by collision-control energy tradeoff inherent to interference-limited wireless ad hoc and sensor networks. Towards this objective, we first explored the space of MAC modes subject to the constraint that different access schemes can inter-operate. Second, we analyzed, with the aid of detailed network simulations, the energy performance trade-offs of four variations of the CSMA/CA access scheme. Third, we
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