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Abstract This paper Describe the concept of Wireless Sensor Networks which has been made by wireless Communication and Digital Technology, and micro electrical mechanical system. Wireless sensor network has been a new and well growing technology. In this paper first we Describe Introduction about wireless sensor network, next section discuss on application and limitation of wireless sensor network and also discuss factor that affect the creating wireless sensor network. We also include the simulator we used for simulating sensor network Scenario.



1. Introduction In recent years wireless sensor network has been a new and well growing domain in Wireless Communication, Information Technologies and Electronics field and has wide application future. A sensor network is composed of a large number of sensor nodes, which are densely deployed either inside the phenomenon or very close to it. Wireless sensor networks (WSNs) consist of densely deployed sensor nodes, which have limited computational capabilities, power supply, and communication bandwidth. These small, smart and inexpensive sensing and computing devices open up new vistas for scientists and engineers to observe and monitor physical phenomenon. The tiny, low cost and low power sensors are able to communicate within a short range and work together to form a sensor network for gathering data from a field. The idea of sensor network based on collaborative efforts of all nodes. These sensors have data processing and communication capabilities. They have also enabled us to monitor and collect data in any environment. They sense the conditions in which they are surrounded and transform their data to electronic signals. The electronic signals are transmitted over radio waves to the base station (BS). Processing such electronic signals reveals some valuable characteristics of that environment. The application of WSNs is more noticeable when they are used in inaccessible areas since there is no need to adhere to a specific network structure. Another unique feature that represents a significant improvement over traditional networks is the cooperative effort of sensor nodes. Raw data is collected by sensor nodes. Since the sensor nodes are equipped with an on-board processor, the raw data may be manipulated as desired. For sensor node collecting Temperature data the values retained may be limited to temperatures less than a certain threshold. As the main power source for all nodes is a battery, the energy supply for each sensor node is constrained. Chirag C. Gami, IJRIT
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Fig-1 Wireless Sensor Network Scenario.



2. Wireless Sensor vs. Ad-hoc Network A mobile ad hoc network (MANET), sometimes called a mobile mesh network, is a self-configuring network of mobile devices connected by wireless links. Each device in a MANET is free to move independently in any direction, and will therefore change its links to other devices frequently. The difference between wireless sensor networks and ad-hoc networks are outlined below [1] • • • • • • • •



The number of sensor nodes in a sensor network can be several orders of magnitude higher than the nodes in an ad hoc network. Sensor nodes are densely deployed. Sensor nodes are prone to failures. The topology of a sensor network changes very frequently. Sensor nodes mainly use broadcast communication paradigm whereas most ad hoc networks are based on point-to-point communication. Sensor nodes are limited in power, computational capacities, and memory. Sensor nodes may not have global identification (ID) because of the large amount of overheads and large number of sensors. Sensor networks are deployed with a specific sensing application in mind whereas ad-hoc networks are mostly constructed for communication purpose.



3. Characteristics of Wireless sensor network • • • • • • • • • •



Power consumption constrains for node using batteries or energy harvesting. Ability to cope with node failure. Mobility of nodes. Dynamic Network topology. Communication Failure. Heterogeneity of nodes. Scalability to large scale of deployment. Ability to withstand harsh environmental conditions. Ease of use. Power Consumption.
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4. Constraint/Limitation of Wireless sensor network • • • • • • • •



The Coverage Problem in a Wireless Sensor Network. Localization Problems. Clock Synchronization. Power Management Issue. Holes Problem in Wireless Sensor Network. Wireless Sensor Data Collection. Security in wireless sensor networks. Design Issues of Wireless Sensor Networks. Issues of transport control protocols for wireless sensor networks.



5. Challenges and Design Issues in Wireless sensor network Despite plethora of applications of WSN, these networks have several restrictions, e.g., limited energy supply, limited computing power, and limited bandwidth of the wireless links connecting sensor nodes. One of the main design goals of WSN is to carry out data communication while trying to prolong the lifetime of the network and prevent connectivity degradation by employing aggressive energy management techniques. In order to design an efficient routing protocol, several challenging factors should be addressed meticulously. The following factors are discussed below: 5.1 Node deployment Node deployment in WSN is application dependent and affects the performance of the routing protocol. The deployment can be either deterministic or randomized. In deterministic deployment, the sensors are manually placed and data is routed through pre-determined paths; but in random node deployment, the sensor nodes are scattered randomly creating an infrastructure in an ad hoc manner. Hence, random deployment raises several issues as coverage, optimal clustering etc. which need to be addressed. 5.2 Energy consumption without losing accuracy Sensor nodes can use up their limited supply of energy performing computations and transmitting information in a wireless environment. As such, energy conserving forms of communication and computation are essential. Sensor node lifetime shows a strong dependence on the battery lifetime. In a multi hop WSN, each node plays a dual role as data sender and data router. The malfunctioning of some sensor nodes due to power failure can cause significant topological changes and might require rerouting of packets and reorganization of the network. 5.3 Node/Link Heterogeneity Some applications of sensor networks might require a diverse mixture of sensor nodes with different types and capabilities to be deployed. Data from different sensors, can be generated at different rates, network can follow different data reporting models and can be subjected to different quality of service constraints. Such a heterogeneous environment makes routing more complex. 5.4 Fault Tolerance Some sensor nodes may fail or be blocked due to lack of power, physical damage, or environmental interference. The failure of sensor nodes should not affect the overall task of the sensor network. If many nodes fail, MAC and routing protocols must accommodate formation of new links and routes to the data collection base stations. This may require actively adjusting transmit powers and signaling rates on the existing links to reduce energy consumption, or rerouting packets through regions of the network where more energy is available. Therefore, multiple levels of redundancy may be needed in a fault-tolerant sensor network. Chirag C. Gami, IJRIT
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5.5 Scalability The number of sensor nodes deployed in the sensing area may be in the order of hundreds or thousands, or more. Any routing scheme must be able to work with this huge number of sensor nodes. In addition, sensor network routing protocols should be scalable enough to respond to events in the environment. Until an event occurs, most of the sensors can remain in the sleep state, with data from the few remaining sensors providing a coarse quality. 5.6 Network Dynamics Most of the network architectures assume that sensor nodes are stationary. How-ever, mobility of both BS‘s and sensor nodes is sometimes necessary in many applications. Routing messages from or to moving nodes is more challenging since route stability becomes an important issue, besides energy, bandwidth etc. Moreover, the sensed phenomenon can be either dynamic or static depending on the application, e.g., it is dynamic in a target detection/tracking application, while it is static in forest monitoring for early fire prevention. Monitoring static events allows the network to work in a reactive mode, simply generating traffic when reporting. Dynamic events in most applications require periodic reporting and consequently generate significant traffic to be routed to the BS. 5.7 Transmission Media In a multi-hop sensor network, communicating nodes are linked by a wireless medium. The traditional problems associated with a wireless channel (e.g., fading, high error rate) may also affect the operation of the sensor network. As the transmission energy varies directly with the square of distance therefore a multi-hop network is suitable for conserving energy. But a multi-hop network raises several issues regarding topology management and media access control. One approach of MAC design for sensor networks is to use CSMA-CA based protocols of IEEE 802.15.4 that conserve more energy compared to contention based protocols like CSMA (e.g. IEEE 802.11). So, Zigbee which is based upon IEEE 802.15.4 LWPAN technology is introduced to meet the challenges. 5.8 Connectivity The connectivity of WSN depends on the radio coverage. If there continuously exists a multi-hop connection between any two nodes, the network is connected. The connectivity is intermittent if WSN is partitioned occasionally, and sporadic if the nodes are only occasionally in the communication range of other nodes. 5.9 Coverage The coverage of a WSN node means either sensing coverage or communication coverage. Typically with radio communications, the communication coverage is significantly larger than sensing coverage. For applications, the sensing coverage defines how to reliably guarantee that an event can be detected. The coverage of a network is either sparse, if only parts of the area of interest are covered or dense when the area is almost completely covered. In case of a redundant coverage, multiple sensor nodes are in the same area. 5.10 Data Aggregation Sensor nodes usually generate significant redundant data. So, to reduce the number of transmission, similar packets from multiple nodes can be aggregated. Data aggregation is the combination of data from different sources according to a certain aggregation function, e.g., duplicate suppression, minima, maxima and average. It is incorporated in routing protocols to reduce the amount of data coming from various sources and thus to Achieve energy efficiency. But it adds to the complexity and makes the incorporation of security techniques in the protocol nearly impossible. 5.11 Data Reporting Model Data sensing and reporting in WSNs is dependent on the application and the time criticality of the data reporting. In wireless sensor networks data reporting can be continuous, query-driven or event-driven. The dataChirag C. Gami, IJRIT
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delivery model affects the design of network layer, e.g., continuous data reporting generates a huge amount of data therefore, the routing protocol should be aware of data-aggregation 5.12 Quality of Service In some applications, data should be delivered within a certain period of time from the moment it is sensed; otherwise the data will be useless. Therefore bounded latency for data delivery is another condition for timeconstrained applications. However, in many applications, conservation of energy, which is directly related to network lifetime, is considered relatively more important than the quality of data sent. As the energy gets depleted, the network may be required to reduce the quality of the results in order to reduce the energy dissipation in the nodes and hence lengthen the total network lifetime. Hence, energy-aware routing protocols are required to capture this requirement.



6. Application of Wireless sensor Network 6.1 Area monitoring Area monitoring is a common application of WSNs. In area monitoring, the WSN is deployed over a region where some phenomenon is to be monitored. A military example is the use of sensors to detect enemy intrusion; a civilian example is the geo-fencing of gas or oil pipelines. 6.2 Environmental/Earthmonitoring The term Environmental Sensor Networks, has evolved to cover many applications of WSNs to earth science research. This includes sensing volcanoes, oceans, glaciers forests, etc. Some of the major areas are listed below. 6.3 Air quality monitoring To protect humans and the environment from damage by air pollution, it is of the utmost importance to measure the levels of pollutants in the air. Real time monitoring of dangerous gases is particularly interesting in hazardous areas, as the conditions can change dramatically very quickly, with serious consequences. 6.4 Interior monitoring The measurement of gas levels at hazardous environments requires the use of robust and trustworthy equipment that meets industrial regulations. 6.5 Exterior monitoring Outdoor monitoring of air quality requires the use not only of accurate sensors, but also rain & wind resistant housing, as well as the use of energy harvesting techniques that ensure extended autonomy to equipment which will most probably have difficult access. 6.6 Air pollution monitoring Wireless sensor networks have been deployed in several cities (Stockholm, London or Brisbane) to monitor the concentration of dangerous gases for citizens. These can take advantage of the ad-hoc wireless links rather than wired installations, which also make them more mobile for testing readings in different areas. There are various architectures that can be used for such applications as well as different kinds of data analysis and data mining that can be conducted.
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6.7 Forest fire detection A network of Sensor Nodes can be installed in a forest to detect when a fire has started. The nodes can be equipped with sensors to measure temperature, humidity and gases which are produced by fire in the trees or vegetation. The early detection is crucial for a successful action of the firefighters; thanks to Wireless Sensor Networks, the fire brigade will be able to know when a fire is started and how it is spreading. 6.8 Landslide detection A landslide detection system,[10] makes use of a wireless sensor network to detect the slight movements of soil and changes in various parameters that may occur before or during a landslide. And through the data gathered it may be possible to know the occurrence of landslides long before it actually happens. 6.9 Water quality monitoring Water quality monitoring involves analyzing water properties in dams, rivers, lakes & oceans, as well as underground water reserves. The use of many wireless distributed sensors enables the creation of a more accurate map of the water status, and allows the permanent deployment of monitoring stations in locations of difficult access, without the need of manual data retrieval. 6.10 Natural disaster prevention Wireless sensor networks can effectively act to prevent the consequences of natural disasters, like floods. Wireless nodes have successfully been deployed in rivers where changes of the water levels have to be monitored in real time. 6.11 Machine health monitoring Wireless sensor networks have been developed for machinery condition-based maintenance (CBM) as they offer significant cost savings and enable new functionalities. In wired systems, the installation of enough sensors is often limited by the cost of wiring. Previously inaccessible locations, rotating machinery, hazardous or restricted areas, and mobile assets can now be reached with wireless sensors.



7. Simulator Used for simulating wireless sensor network Scenario. 7.1 NS-2 NS-2 is a very popular general purpose discrete event simulation tool for sensor networks [2]. Currently, NS-2 is actively maintained and used in academic research since it is easily extendable and based on open source. NS-2 simulations are written with C++/C and OTCL languages. Protocols and simulation library are written in C++/C, while OTCl works as the control language to create the simulation environment. Simulations can be observed graphically by Network Animator (NAM). After compiling the simulation source to executable and running it to generate trace files, simulation results can be observed graphically by using Network Animator (NAM) [3]. RT-sim extension for NS-2 implements support for real-time kernel simulations but it is not included in NS-2 release [4]. 7.2 OMNeT++ OMNeT++ is a public source component-based discrete event network simulator [5]. The simulator mainly supports standard wired and wireless IP communication networks, but some extensions for WSN exist. Like NS-2, OMNeT++ is popular, extensible and actively maintained by its user community in the Academia who has also produced extensions for WSN simulation. OMNeT++ uses C++ language for simulation models. Simulation models (modules) are assembled with high-level language NED into larger components to represent greater systems. The Chirag C. Gami, IJRIT
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simulator has graphical tools for simulation building and evaluating results in real time [6]. OMNeT++ is capable of running most TinyOS simulations by NesCT application that converts TinyOS source to simulator compatible C++ code [7]. 7.3 Prowler Prowler is an event-driven wireless network simulator designed to run in Mat lab environment. The simulator, written originally to simulate Berkeley MICA motes, is extendable also for more general platforms. Prowler is implemented in Mat lab language (m-file) which makes direct simulation code, e.g., routing protocol or application, interchange between simulator and sensor platforms impossible. Benefits gained from Mat lab environment are easy prototyping of applications, integration of different optimization algorithms, GUI interface and good visualization capabilities [8]. Prowler has been used for WSN routing protocol energy cost analysis, delivery rate and packet delay analysis [9]. 7.4 TOSSIM TinyOS [10] is an open-source operating system specially developed for the wireless embedded sensor networks. There are few hardware platforms available for TinyOS, some commercial and some noncommercial. TinyOS release includes a simulator called TOSSIM. It is built especially for Berkeley Mica Mote platform. 7.5 OPNET OPNET Modeler is a discrete event, object oriented, general purpose network simulator. Modeler was introduced in 1987 as the first commercial network simulator [11]. Originally, the software was developed for military purposes, but it has grown to be the world’s leading commercial network simulation and modeling tool. [11] OPNET is large and powerful software with a wide variety of possibilities. OPNET can be used as a research tool and also as a network design/analysis tool.



8. Conclusion Unlike other networks, WSNs are designed for specific applications. Applications include, but are not limited to, environmental monitoring, industrial machine monitoring, surveillance systems, and military target tracking. Each application differs in features and requirements. To support this diversity of applications, the development of new communication protocols, algorithms, designs, and services are needed. we have highlighted possible factor that effect the design of wireless sensor network, application ,and simulator used for simulating wireless sensor network.
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