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Deploying IPv6 in Greece: A Network Economics Approach Abstract This dissertation discusses the issues that need to be taken into consideration in order to grasp the dynamics of the transition from the old version of the Internet protocol (IPv4) to the new version, IPv6. The gnomon in this effort is the network economics theory which has been applied as a potential instrument to analyze the case of IP in the Greek School Network (GSN). The GSN, which links primary and secondary schools and provides them with IPv6 services, has been employed as the object of this research. The intention is to illustrate the way diffusion of Ipv6 is related to network effects and standards reinforcements mechanism. This will entail current issues regarding the metamorphosis of the Internet and debate on the ubiquitous subject on changing standards and scaling information infrastructures.
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“All is flux, nothing stays still” (Heraclitus 6th c. BC)



CHAPTER 1 - Introduction 1.1 Introduction Telecommunications services have changed significantly in the last few years. The revolution of fiber optics as well as the contribution of other networking technologies, empowered by the diffusion of the Internet technology have provided network users with a “technology platform that supports many useful and exciting new services” (Courcoubetis and Weber 2003, p.3). The value of these services is growing faster and faster through one intrinsic aspect, that of the network externality.



Network externality encapsulates the concept that “a network’s value to its users increases with its size, since each of its users has access to more and more other users and services” (Economides 1996a; Shapiro and Varian 1999). Network externalities are the driving force in the move towards global network connectivity and to an appreciable extent are responsible for the rapid revolution of information and communication technology (ICT). Furthermore, organizations, institutions and societies are facing worldwide changes due to the implications of these technologies (Angell 2000). The new electronic economy based on high speed telecommunication networks and the associated information infrastructure seems to be a bigger entity than just “a simple sector of the economy”; it will someday in fact form “the economy” (Courcoubetis 2003, p.3).



In a world characterized by constant technological flux, as a result of the impact of information and communication technology, information infrastructure must play a critical role. Hanseth (2000, p.56) citing Webster’ Dictionary signifies the definition of an infrastructure:
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“a subscribe or underlying foundation; esp., the basic installations and facilities on which the continuance and growth of a community, state, etc. depend such as roads, schools, power, plants, transportation and communications systems, etc.”



The above definition indicates three intrinsic properties. Infrastructures have “an enabling function”, they are characterized by “openness” and they are “shared” by a large community (Hanseth 2000, p.58). Additionally, information infrastructures are characterized by heterogeneity; they include not only the specific technology but also people who are involved in it. According to Hanseth (2000) they are linked in a way that constitutes “ecologies of infrastructures”. A prominent example is that of the Internet, a technological artifact built on the premises of layering and data clustering. The philosophy of the Internet lies in the principles of interoperability and interconnectivity, principles that appear to have a significant impact on any attempt to leap from one version of a protocol to the other.



This dissertation discusses the issues that need to be taken into consideration in order to grasp the dynamics of the transition from the old version of the IP protocol (IPv4) to the new version, IPv6. The development of the IP is a time spending process and previous decisions regarding implementation issues influence the pre-existent installed base of Ipv4 devices. Furthermore, network externalities influence the “evolving shared, open and heterogeneous installed base” these devices (Hanseth 2000). Therefore, economics of standards play a decisive role for a deeper understanding of such a transition and can provide insightful framework for network and systems engineers. A case study drawn from the Greek School Network demonstrates the influence of network economics phenomena in the diffusion of the IPv6 protocol.



Under this analytical prism, the paper argues that transition from IPv4 to IPv6 constitutes a “puzzle”; part of which are network economics phenomena and their diffusion in the adoption of technology. Hence, understanding of such relations is critical for obtaining a rich picture of changing information infrastructures. The research puzzle of this thesis is
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placed on network economics theory, network engineering and the employment of marketing techniques for the proliferation of network services (Figure 1).



Figure 1: The research puzzle of the dissertation Source: Siris (1997)



1.2 Framing the problem This section explains why the exponentially increasing number of Internet users created a need for a revision of the IP protocol (Hinden 1996). The research question of this paper occurs within this prism of analysis and the consideration of critical distinctions between the two versions of the IP protocol. Rather than discussing the more technical issues, such as versions of the proposed protocols and standards, we focus on the discussion of the issue in terms of demand side economies of scale. “Internet is the global data communications system formed by the interconnection of public and private telecommunication networks using the TCP/IP protocols, DNS and packet routing protocols” (Mathiason et.al. 2004, p.6)



On an abstract level, one can think of Internet as an enormous inter-organizational information system. Data clustering technology in such a system is essential for establishment of communication between two nodes and takes place with the division of information into small quantities of data that are called “packets”. Packets travel through different paths of nodes in the Internet seeking to find their destination. The former is accomplished by assigning every device connected to the Internet with a unique IP 12



address. The IP address is important for the identity of the device as well as the location in the network that this device can be reached (Huston 2003).



The version of the IP protocol which is commonly used now is IPv4 and was defined by RFC 791 in 1981 (RFC 791). RFC 791 dictates that every IP address has a fixed length address of 32 bit. This number produces a very big number of unique identifiers, theoretically four billion addresses (which is the number 232 ). However, the pragmatic dimension of this number is actually much lower. “This is because the address space is hierarchically structured: users, organizations or geographical regions wanted to hook onto the Internet are assigned a set of unique identifiers (a sub-network) of predetermined size” (Monteiro 1998, p.233). This hierarchy implied that the IP exhaustion problem soon would become equal with the exhaustion of class B network sizes (Appendix 4), since they are over demanded by their definition (Hanseth and Monteiro 1996).



The new version of the IP standard, namely IPv6, introduces 128 bit length addresses to solve the problem of address limitation. This introduces an extremely bigger number ( 296 times bigger) than the four billion addresses of IPv4 (128 bits vs. 32 bits) (Hinden 1996). According to an analysis by Christian Huitema, IPv6 provides “1.564 addresses for each square meter of the surface of the planet Earth” (Huitema 1994). But the 128 bit length address not only solves the problem of exhaustion, it also restores the end-to-end Internet transparency (Blumenthal and Clark 2001). This is critical for the nature of the traffic that the Internet will face in future years, which is expected to be much more demanding (Morton 1997).



Therefore, the Internet must be seen as being in the middle of a metamorphosis: from an anarchic “data communication network into a complex broadcast medium that is carrying a vast wealth of data, entertainment and other services, some yet not even a twinkle in an innovator’s eye” (Morton 1997, p.17). This metamorphosis cannot take place in an isolated manner due to the heterogeneity that characterizes it. The smooth transition from IPv4 to IPv6 is crucial for further development and existence of the Internet. The problem is how we can manage to do this as we face time limitations.
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1.3 Research question The basic argument underpinning the work of this thesis is that the IP protocol exhibits strong network externalities. Any transition mechanism should consider the dynamic relationship of complementary products based on IP technology and the socio-economic principles the underlie them. Based on this notion, the aim of this dissertation is to examine how and to what extent network economics phenomena influence the battle of standards. The objective of research is to ponder on the driving forces in the adoption of IPv6. Our work defers from others (Monteiro 1998; Hanseth 1996) in that it is not focusing on how the transition of IPng should be, but rather on the way the Ipv6 adoption takes place. This dissertation seeks to answer the following questions: Which are the underlying forces responsible for the diffusion of the IPv6 protocol? What are the phases of such a diffusion? Additionally, the thesis aims to provide information aiming to answer the following question: What can we learn from the deployment of IPv6 in Greece regarding scaling information infrastructures?



1.4 Structure of thesis This dissertation consists of seven chapters. Chapter one introduces the problem domain and the research question of this paper. In chapter two, a critical review of the literature takes place. Chapter three introduces the key elements of network economics theory, while Chapter four illustrates the research methodology of this thesis. Chapter five presents the case study findings from the Greek School Network project and chapter six provides an extended analysis and discussion with interpretations in the abovementioned theoretical framework. Finally, chapter seven concludes the dissertation.
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CHAPTER 2 - Related Research 2.1 Introduction This chapter constitutes an overview of the literature that focuses on changing and scaling an information infrastructure. Starting from a more general literature on information infrastructures we shift towards to more specific approaches of the revision of IPv6, that is, the transition mechanisms and the use of gateways. Additionally, we draw attention to the fundamental elements of networks and the related literature of economics of standards. The main scope of this chapter is to present a terrain of related information systems research regarding information infrastructure that will serve as a potential instrument to analyze the transition from IPv4 to IPv6.



2.2 Information Systems Research There exists a whole body of literature regarding information infrastructures and standardization processes. Surprisingly, there is insufficient literature on how the process of designing new versions of protocols regarding Internet technology takes place (Monteiro, 1998). Examples are the reports of Hauben and Haugen (1996) and Lo (1996). Although the Internet keeps track of several historical events regarding its development, there is no literature on why and how specific decisions took place. However, in the information systems field there is a lot of attention on studies regarding information infrastructure from a socio-technical perspective (Monteiro 2000). The main interest of scholars derives from the need to conceptualize technology in a social context.



Weil and Broadbent (1998) cited in Ciborra (2000) argue for the enforcement of standards and IT architecture into organizations for the success of the establishment of IT infrastructure. In contrast, the authors of the book have an alternative point of view in this respect. They argue and give their main attention to the notion that “control over some information infrastructure can only be partial” (Ciborra 2000, p.7). According to Star and Ruhlender (1996) information infrastructures are phenomena that emerge: a combination of technology, people that use this technology and the daily interplay between them.
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Following this mode of analysis, Star (2002) studies this interplay between technology and people, and illustrates that standards and protocols are socio-technical networks where physical artifacts and social systems shape the nature of the underlying relationship between them (Hughes 1997). The technical, social and cultural dimensions of an infrastructure are shaping the development of the artifact in an open-ended process. Under this assumption, Cordella introduces the concept of “information infrastructure in action” (Cordella 2006). The author identifies that the traditional ideas between organizations and technology are not sufficient to understand the problems that emerge in the design, deployment and management of information infrastructure. Paraphrasing Cordella (2006), the intrinsic aspect in understanding the complex structure of information infrastructure is the interplay between technological artifacts and people that use them in an organizational context. “Information technology infrastructures are embedded in, and defined by, this interplay” (Cordella 2006, p.4). Therefore they are not pre-existent artifacts rather they are emergent phenomena.



Similarly, Monteiro (2000) emphasizes information infrastructure as an “involved sociotechnical process of negotiation” (Monteiro 2000). Monteiro (1998) also investigates the lock-in effect of the IP protocol and the implications of previous decisions for the adoption of the next generation Internet (IPng). The nature of this process is open-ended and the way non-technical characteristics are involved in technical decisions calls for a theory that unpacks this relationship. Actor Network Theory (ANT) is introduced for the study of economics of standards and illustrates the concept of the rigid relationship between a network and its actors as an actor-network that changes slowly, step by step. The IP protocol and its users constitute an actor-network, and changes must take place slowly with respect to the huge installed base (Grindley 1995; Monteiro and Hanseth 1996; Star and Ruhleder 1996). Furthermore, there is a dilemma that lies beneath this transition. The demand for change is driven from the growing “actor-network” of users that use the specific infrastructure but “this has to be balanced against the conservative influence of the huge installed base” (Monteiro 1998, p.229).
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Monteiro and Hanseth (1996) highlight the need of “openness” in the various stages of the implementation process. The key issue is the flexibility of a standard and the evaluation of the transition strategy that has to be taken under serious consideration in order to switch from one version of the IP protocol to the other. They underline the fact that the proposed 32 bit length address was a decision from the past with implications in the future development of the Internet. Hanseth (2000) discusses the two ways of succeeding in a transition from the two versions of the IP. Backwards compatibility and the use of gateways are the two critical factors for that accomplishment. “Backwards compatibility” refers to the property that has one protocol, standard or application and is embedded in its design to work with previous versions of associated protocols, standards or applications. “Gateways” refer to an artifact that works as a translator between two telecommunication networks that use different technologies.



However, the use of



gateways seems to be more popular as the two versions of the protocol must coexist for years.



Hanseth et. al. (1996) argues for “the need of change” and “the stability” of an infrastructure. Several examples are discussed and particular attention is given to the IP case as well as the proposed standard of the Open Systems Interconnection of the International Standardization Organization (ISO). The open systems interconnection was a case in which the design was conducted from “scratch” without respect to the installed base and was extensively criticized by Hanseth (1996). The notion of the installed base in not only examined for its intrinsic value regarding Internet communities but also in many cases concerning information infrastructures. The case of the alternating/direct current (AC/DC) adaptor is extensively discussed. The different procedures that follow the standardization comities in order to produce a standard that is commonly accepted are essential for the final version of the protocol (Lehr 1992).



Varian and Shapiro (1999) provide a categorization of the standards wars and discussed the case between three mobile telephony standards: GSM, Code Division Multiple Access (CDMA) and Time Division Multiple Access (TDMA). They lead to the conclusion that network externalities are crucial to the standards battle (Varian and
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Shapiro 1999). Furthermore, Knuuttila, Lyytinen and King (1996) explore the process of the development of standards that led to the successful GSM and NTM standards for mobile phones.



Abbate (1994) focuses on the strategies and the core elements that occur in the development process of an infrastructure. The prism of his study is focused on government interventions which are critical to such a process as well as on the industry domain. His emphasis is placed on the vision of the designers and the competition in IP standards with the proposed X.25 (Abbate 1999). Grindley (1995) proposes a reinforcement mechanism that explains the vicious circle that follows the adoption mechanism of a standard with the help of positive feedback. He notes the importance of backward compatibility for the design of new products and services based on previous ones in the Information Age (Grindley 1995). There is also a complementary work in Ciborra’s influenced book (2000) “From Control to Drift” which dedicates chapter four to lock-in effect, network externalities, switching costs and the use of gateways for the understanding of a transition strategy. The authors argue that great lessons can emerge from the study of the economics of standards and in particular from the IPv6 case. The study of the IP protocol can serve as a paradigm example regarding information infrastructures (Monteiro 1998).



Economides (1996b) analyzes the characteristics and the structure of networks and discusses the importance of their specific components in order to provide a specific service. Network components are complementary to each other (Economides 1996b). For example network routers and switches are fundamental components for the existence of an Internet Service Provider (ISP). He discusses the demand for a service from the perspective of consumers and presents the idea of “the emerging Information Superhighway network”. In the “Information superhighway” the intrinsic aspect is the compatibility of standards and protocols. This is far more so in the case of the IP protocol. Every service over the IP protocol can potentially be complementary but “it is compatibility that makes complementarily actual” (Economides 1996b, p.4). The proposed compatibility can be achieved only through the development of technical
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standards, such as the IPng. A schematic representation of “the Information Superhighway network” is presented in Figure 2.



Figure 2: An Information Superhighway Source: Economides (1996b)



Additionally, a significant part of the literature uses networks economics theory to study standardization processes and the diffusion of the information and communication technology. For example, Lyytinen and Damsgaard (1998) examine the impact of networks economics phenomena on the Electronic Data Interchange (EDI) diffusion in Finland. Network economics literature is seen by many scholars as a valuable vehicle that can explain the phenomenon of standardization process. There exists a whole body of literature dedicated to a deeper understanding of standards (Farrell and Saloner 1985) and compatibility among them. The most cited case that can be explained with a network economics approach is the QWERTY layout of the keyboard (David 1986). Furthermore, the battle between VHS and Betamax is presented and analyzed by Katz and Shapiro (1986) with a network economics approach.
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Courcoubetis and Weber (2003) discuss the high economic value of the Internet protocol. They recognize that the fundamental characteristic of the protocol is due to it’s complementarily and openness. As the authors clearly indicate: “The added value of the IP is the efficient provision of end-to-end connections of arbitrary duration between any points on the globe. Once information is converted into IP packets these can run over any access and link technology connecting the IP routers. This is the definition of a truly open technology” (Courcoubetis and Weber 2003, p.62)



Their investigation goes further by referencing the battle between ATM technology and the IP standard which had the same characteristic of complementarily, when first introduced in the mid- 1990s. The reason that IP won the battle between these two new technologies was that the IP was complementary to the large installed base of Ethernets that were used for the connection of thousands of computers. On the contrary, ATM was a substitute for Ethernet technology and this was one crucial factor as to why it could not dominate market (Courcoubetis and Weber 2003, p.62).



The literature presented in this chapter aims to highlight the core aspects that emerge when one considers changing information infrastructures with regard to the heterogeneous characteristics of the Internet Protocol. The next chapter is dedicated to network economics theory. More precisely, we employ network economics theory in order to study the case of Internet protocol and its transition from IPv4 to IPv6. Such an attempt will give the opportunity to focus on a case study drawn from Greece and will serve as a paradigm for a deeper understanding regarding the problematic and complex nature of information infrastructures.
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CHAPTER 3 - Theoretical Framework 3.1 Introduction This chapter is dedicated to the discussion of the network economics theory highlighting the concepts of network externalities, positive feedback, switching costs and path dependency, applied in order to explore the research question of this thesis. Network economics theory can help us unfold the “black box of technology” and offer a lens to see the way that network externalities affect the diffusion of the IP protocol. Much has been written about a transition strategy, but the way critical mass and positive feedback affect this strategy still remains an open issue for discussion. This paper considers every device plugged into Internet as an installed base. The two versions of the IP constitute two standards. Hence, lock-in cycle denies new barriers to our “system” such as an IPv6 based Internet.



The reason for choosing this theory to study the revision of IP is based on three aspects. First, as the previous literature illustrates, there is lack of a coherent work that frames the revision of IP with a network economics approach. This paper must be seen as an attempt to frame the revision of IP protocol with a robust network economics approach.



Secondly, there is another reason for choosing this theory for the analysis of the deployment of IPv6 in Greece. Courcoubetis and Weber argue for the importance of economic theory in network engineering and suggest that the “design and management of networks should adopt a holistic view” (Courcoubetis and Weber 2003, p.9). For the purposes of this paper, it is argued that the proposed holistic view can be achieved when interpreting the technical with the social and commercial aspects of IP with a network economics perspective. Decisions in such a large interorganizational information system, regarding its further deployment, “must be taken at the edges of the network, both by users and providers who have different profiles and different incentives” (Courcoubetis and Weber 2003, p.9).
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In addition to the reasons set out above, the ignorance of basic economic principles in the information economy can be proved “risky” for information systems managers. Technology changes more rapidly than economic theories that describe it (Shapiro and Varian 1999). In other words, when one seeks for a deeper understanding of complex technological implications, economic principles come into play.



3.2 Network Externalities Network externalities are the norm in the “new emerging information economy” (Shapiro and Varian 1999). Thus, a notable factor is that the value of one information service or product is a function of the amount of the other people that are using it (Allen 1998). When such a situation takes place, economists tend to sate that “this product exhibits network externalities or network effects” (Shapiro and Varian 1999). Products and services of information and communication technologies are exhibiting network effects. For instance, the brand of a specific cell phone with advanced features which are directly linked with the infrastructure network of that provider and the ability to provide a specific service level agreement (SLA) contract faces network effects (Katz and Shapiro 1985). Windows operating system and Internet access through a specific Internet service provider (ISP) constitute primary paradigms of network externalities. The entrance of one more node to a network makes the network bigger and better and everybody benefits from that (Economides 1996a). Varian and Shapiro (1999) reveal that network effects result in “demand side economies of scale and positive feedback” (Shapiro and Varian 1999, p.14).



3.3 Positive Feedback Positive feedback is a concept that must be understood for a critical evaluation of economics of standards. Positive feedback is the phenomenon that feeds the installed base of preexisting technologies and standards. The installed base of network cards and versions of protocols – in our case regarding the version of IPv4 - attracts other technologies that can use and benefit from it. Consequently, more information goods are produced, the IPv4 achieves greater credibility and becomes more accepted, with added value standard which feeds and increases the installed base. The whole procedure is
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therefore to be seen as an endless loop. Grindley (1995) established a creative terminology about positive feedback and named it the “standards reinforcement mechanisms” (Grindley 1995). A schematic representation of the phenomenon is set out in Figure 3.



Larger installed base



More Complements produced Further Adoptions



Greater credibility of standard



Reinforces value to users



Figure 3: Standards reinforcements mechanism Source: Grindley (1995)



Positive feedback phenomenon can be observed in virtual or real networks and “makes big networks become bigger and small networks become smaller” (Economides 1996a) “leading to extreme outcomes” (Shapiro and Varian 1999). In the end, one standard “may emerge as the winner” (Easley et. al, 2003) and economists describe this market as a “tippy market” (Economides 1996a). Furthermore, systems that behave with positive feedback interaction follow a predictable pattern which is characterized by an S-shaped curve containing three phases (Shapiro and Varian 1999, p.78). The first stage is the launch stage when one standard or technology is on its early entrance into the market. The second stage is a rapid increase, as positive feedback kicks in. The third stage
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follows a saturation pattern. This S-shaped pattern is very common also in the biological word; the spread of a disease follows this pattern (Shapiro and Varian 1999). A schematic representation of the phenomenon is illustrated in Figure 4.



Figure 4: Adoption Dynamics Source: Varian and Shapiro (1999)



3.4 Path Dependency The aspects of network externalities and positive feedback are related to another effect, that of “path dependence” (Hanseth 2000). Path dependence means that past decisions are strictly related to the implementation and development of new protocols and standards. Decisions that were taken in the past may define future ones in terms of requirements (Hanseth citing David 1986). For example the complementary applications that are built into version four of the IP protocol, give IPv4 a huge advantage in contrast to IPv6. An example of path dependence is the case of the QWERTY keyboard and the development of keyboard layouts for computers. This decision was based on the previous keyboard layout of the typewriter (David 1986). Hanseth (2000) distinguishes between two types of path dependence:



(a) Path dependence regarding the amount of users that already use a specific version of a protocol or technology and
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(b) Path dependence that deals with “the technical design of that technology” (Hanseth 2000).



The last category of path dependence implies that the decisions of the IPv4 protocol still “live” with the protocol as long as it is widely used. Backward compatibility is the core aspect in path dependence because it has implications to the design of new transition mechanisms from one version to the other as well as adds new service to the Internet itself. Therefore, the early 32 bit length address was a choice that had strategic implications for the evolution of the Internet. Additionally, security issues regarding financial transactions and real time application like Voice over IP (VoIP) must be compatible with IPv4. All the above lead to the conclusion that path dependence is a crucial aspect that needs to be comprehended when designers implement new applications and protocols that are backward compatible.



3.5 Lock-in and Switching Costs Positive feedback and path dependence lead to lock-in. “Lock-in arises when users invest in multiple complementary and durable assets specific to a particular information technology system” (Varian and Shapiro 1999). According to Hanseth (2000) when lockin takes place the development of competing technologies is problematic.



The lock in effect can be observed in different forms on an individual basis, company basis, or even at national or societal level. Users of one specific information system, Internet Service Providers and more generally speaking sellers or buyers of one technology can face lock in effect in various ways (Varian and Shapiro 1999).The Windows operating system constitute a paradigm example for a societal level lock-in. Windows has become almost the norm in every computer or even mobile device. It is very hard to believe that a new operating system can compete with Windows in the market of personal computers.



Once the users of one technology get locked in, they face a cost of switching to another. The cost associated with the transition of one standard to the other is called switching
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cost. “The switching costs of changing information systems can be astronomical and today’s state-of the-art choice is tomorrow’s legacy system” (Varian and Shapiro 1999, p.11). Furthermore, when lock in takes place, switching costs are only part of the story. Hanseth (2000) indicates that “switching to another technology or standard becomes much more a coordination challenge” (Hanseth 2000). Hanseth (1996) and Monteiro (1998) argue that the coordination challenge is of great concern from the early stages of IPv4 in 1978. The most important requirement is that of compatibility between the two versions, but the main concern is whether or not Internet users will start to adopt it. Additionally new applications and technological solutions must support the transition from the old Internet to the next generation, namely IPng (Hanseth 2000).
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CHAPTER 4 - Research Methodology 4.1 Introduction In this chapter, a description of the research methodology is illustrated. The implementation of the new version of IP could allow us to follow a quantitative approach based on the fact that at the core of the problem domain lies technical complexity. For instance, Huston (2003) performs linear regression modeling on empirical data in an effort to predict the time of address consumption. However, the research of this thesis follows an interpretive qualitative approach based on the fact that when textual data are quantified there is a high probability of loosing the dynamics of the phenomenon and its “particular and institutional context” (Kaplan and Maxwell 1994). Yin (1984) indicates the appropriateness of a case study when questions of how things emerge are posed and when “relationship between phenomena and the environment is not clear” (Yin 1984). Hence, the research design of this thesis contains two types of research: a qualitative interview study and a collection of various technical and economic reports that address the issue.



4.2 Primary research Primary research was carried out through interviews in Greece. The main motivation was to record the information required to ponder over the existence of network economics phenomena in depth, with a combination of interpretation of data. As Clemmensen (2004) puts it, this method captures different angles and positions of the specific issue as well as “describes a nuanced and controversial human world” (Clemmensen 2004, p.807).



The interviews took place in a ten-day period in Athens. In total, ten people provided their insights regarding the deployment of Ipv6 technologies in Greece. The pool of the interviewees comprised of a professor of Computer Science, a technical manager from the GRNET network, the manager of the help desk that supports the backbone network, and a network engineer from a global supplier that supports with hardware equipment the whole project. In addition to the above, the researcher came into contact with a network 27



security specialist of the Telecommunications and Networks Laboratory, Foundation for Research and Technology Hellas (ICS-FORTH), a hardware architect of VLSI systems with experience in the development of HDTV processors, a distributed systems developer and member of the Greek W3C office, a product manager of a technology company that uses IP cameras for surveillance and entertainment purposes, a managing director of an ICT research start-up company, and a professor of Computer Science that acts as a consultant in the EU regarding hardware compression technologies and network processors.



Certain attention was given to diversity of people interviewed, as this would impact on the description of the problem from different angles and opinions. The selection of the interviewees was based on the information of the Greek School Network site, the Greek Research and Technology Network and the site of the Institute of Computer ScienceFORTH. Additionally, an effort was made in order to interview people from marketing departments of companies related to internet technologies that deploy IPv6 services. Unfortunately, as the following chapters of this paper illustrate there is not a substantial amount of such companies in Greece. This is a phenomenon that is being discussed in the analysis of the case study findings (Chapter six).



The researcher conducted on one-to-one basis semi-structured interviews with all the aforementioned participants and explained extensively the purpose of the research; the key elements of the theory and the fact that participation in the research will be welcomed for academic purposes and not for unveiling personal agendas (see Appendix 1 for sample of questions). From the earlier stages of this project a research proposal was written and was attached to email invitations. The rationale was the provision of the participants with a clear framework of the phenomena under investigation. Interviews lasted from 50 to 90 minutes and in some occasions were tape-recorded. Some of the interviewers provided extra material for analysis as well as explaining technical issues in the whiteboard regarding the premises of this technology and the way that are related to the Greek School Network.
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4.3 Secondary research Secondary research took place through various reliable web sites. There exist a vast body of drafts and specification of the competing protocols and a variety of reports that summarize the benefits and drawbacks IPv6 technology. The most prestigious are that of Internet Engineering Task Force (IETF) and Internet Architecture Board (IAB). Furthermore, the Internet retains a huge e-mail list regarding technical issues for the development of Next Generation Internet. The amount of information one can retrieve from these lists is enormous; some of these lists receive on average 200 e-mails every month (Monteiro 1998). The above web sites composed the background information for the more specific research regarding the Greek Ipv6 terrain.



The web site of the General Secretariat for Research and Technology of the Greek Ministry of Development maintains a site with statistical data of the working groups that promote the diffusion of new technologies in Greece through research centers and academics institutions (GSRT 2006). The various investments regarding pilot technology programs that run in collaboration with other European institutions include valuable information for the importance that Greece gives to research and development and to IPv6 technology respectively. The web site of the of the Greek Research and Technology Network that provides the core backbone network linking academic institutions, research institutions and schools provides several reports of European Conferences that deploy IPv6 technology in their backbone networks (GRNET 2006).



From the GRNET portal the researcher had the opportunity to watch videos of the technical presentations of the annual IPv6 forum regarding IP technologies and problems in transitions mechanisms in Greece. Various research results from the pilot programs in Europe presented as well as a demonstration of applications that use IPv6 protocols. The presentations included quality of service (QoS) issues in Ipv6, security and autoconfiguration of network addresses, transitions mechanisms that were used in academic institutions (National Technical University of Athens) and mobility issues in the emergent IPv6 environment (GRNET 2006).
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The portal of the Greek School Network was the main source of inspiration for the research journey of this thesis (GSN 2006). The GSN portal provides an enormous collection of information regarding the various stages of the development, the cost of the equipment used, the specifications and brand names of the products, as well as the added value services that the Greek School Network supports through the deployment of IPv6 technology. Presentations of the interviewees in European conferences and technical papers were also collected through this site and evaluated respectively.



Under this mosaic of data sources “triangulation and cross checking” took place; a method which according to Serafeimidis and Smithson “reaches more robust conclusions” (Serafeimidis and Smithson 2003 p.259). The following chapter depicts the background information of the case study; respectively the implementation of the IPv6 technology in the Greek School Network.
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CHAPTER 5 - Deploying Ipv6 in Greece 5.1 Introduction The main purpose of this chapter is to present a case study taken from Greek School Network (GSN 2006) project. The objective of the GSN project was the development of a national educational intranet that links primary and secondary schools in Greece. According to the Ministry of Development the creation of such an information superhighway will enhance and promote collaboration between institutions and organizations with the effective use of state-of-the-art information and communication technology. The whole project lasted six years (1999-2005) and was mainly funded by the Greek Ministry of National Education and Religious Affairs (www.ypepth.gr). It was also partially funded by the Information Society Technologies Programme (IST) of the European Commission (www.infosoc.gr). Twelve research institutions and academic departments specialized in internet and networking technologies took part in that endeavour (Appendix 2). The Greek School Network provides telecommunication services in more than 12,608 schools and dial up connections in 2,311 computers of the Ministry of National Education and Religious Affairs. It also provides telematic services in 42,332 teachers working in the educational sector (GSN 2006). The backbone network of the GSN is provided by the Greek Research and Technology Network (GRNET 2006) which supports with state-of-the-art electronic services the academic and research communities in Greece. The GRNET connects the Greek School Network with the rest of the Internet.



5.2 Greek School Network (GSN) The transition mechanism that used in order to provide the GSN with IPv6 services was the dual stack model (Kalogeras et.al. 2005). Due to the high number of primary and secondary schools (6,000 and 4,000 respectively) and the fact that these schools where distributed in the whole geographic area of Greece the network complexity was advanced (Figure 5). In order to solve this problem a three layered architecture was introduced (Kalogeras et.al. 2005):
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A. The Backbone or Core Network: The backbone network was offered by the GRNET network which is also used for the provision of the Greek Universities Network (GUnet 2006). The GRNET is a high-speed telecommunication network that interconnects in 8 points the GSN via Gigabit Ethernet Technology. In this way the GSN reduces the telecommunication cost of maintaining a backbone network on its own. It also exploits the already installed infrastructure of the GRNET network.



Figure 5: The topology of the Greek School Network Source: www.sch.gr



B. The Distribution Network: This network is responsible for connecting schools and managerial units with the backbone network. The distribution network consists of 51 nodes, which function for each one of the prefectures of Greece. They are placed in the premises of the National Telecommunications Operator (OTE) and use ATM technology providing bandwidth rates of 256 kbps to 5 Mbps. The distribution network consists of 75
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routers and 71 servers. A large part of this equipment is from Cisco and Sun networking companies.



C. The Access Network: This network is used for connecting each school to the specific node of a prefecture. The access network is comprised by the circuits of the remote sites and the network technology that is used to reach the distribution network. All primary and secondary schools connect to the GSN using the access network. Thus, various ways of connections are used such as ISDN access (64-128 Kbps), ASDL access (384/128 Kbps), Satellite access, Wireless access (10 Mbps) and leased lines VSDL (10-15 Mbps). However, the infrastructure created was mainly based on ISDN technology since Greece’s telecommunication providers are at the earliest stages of the deployment of ADSL infrastructure (Kalogeras et. al. 2005). The following matrix represents this disproportion due to market inefficiency (Figure 6).



Figure 6: Installed ports per access technology Source: Kalogeras (2005)



The GSN network provides customized services with authorization and authentication of users for teleconferences, voice over IP, video on demand (VoD), secure email accounts to all of its users, help desk support, information services, asynchronous and synchronous e-learning services, real time transmissions of events, web hosting for school sites and
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staff, web file folders and electronic magazines, DNS service and keep record of statistical data of the above services. Additionally, remote management of the routers in the distribution network and autoconfiguration of new devices are supported by the use of IPv6. For instance, the Video on Demand (VoD) service supports all kinds of connections (ADSL, ISDN, PSTN, Wi-Fi) for the effective transmission of digitized video and sound through the GSN network. The content can be transmitted on real time or stored in categorized and accessed later from the schools or remotely with user authentication (Figure7). In this way, IPv6 introduces plenty IP addresses for each device to connect to the GSN network and transmit digitized content (Varvarigos 2006).



Figure 7: GSN Video on Demand service



Source: Varvarigos, (2006)



5.3 Case Study Findings One of the technical managers of the GSN stressed out the vital role that governments and academia play in the adoption of the IPv6 technology. He referred to the conclusion of the European Commission IPv6 cluster report (2005) which states:
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“Governments, research departments, universities, schools and the EU will enhance the adoption of IPv6 technology like the announcement of the US Department of Defense did. This will entail confidence in the minds of end-users and a feasible activation of business cases.”



Additionally, one member of the help desk of the GSN project stated that the key aspect of the project above all was the introduction of pupils into new emerging technologies. “Today students are tomorrow engineers. The GSN project will make them to effectively participate in the transition that takes place in Greece and make them develop adequate skills by introducing them to new information technologies at an earlier stage.”



The help desk manager also noticed many emerging problems in each stage of the implementation that took time to overwhelm. This was an issue that everybody expected to happen but nobody could have predicted specific techniques to prevent it. This manager emphasized that: “It took 30% of the project time to build the network and 70% of time to deal with problems in many prefectures of Greece.”



The awareness of the help desk for corrective and adaptive maintenance seems to be crucial for the adoption of a new standard in the business environment. According to the technical manager of the project, this was acknowledged as a “must-have” capability in ICT companies: “Problems in the GSN network did not face up market forces that emerge in commercial networks in which users have willingness to pay and demand the adequate levels of QoS. However, the cost in terms of time and money to educate staff and buy new equipment for Ipv6 is a fact that Internet Service Providers are not willing to sustain.”
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The fact that commercial companies and ISP’s do not invest in IPv6 technology was also expressed by a professor of computer science who acts as a consultant for the project. He noted a preliminary diffusion in respect to the new version of the protocol. “The research and the adoption of IPv6 technology through academia enforces the market with awareness about new technology and promotes it. The intention of ISP’s and networking companies’ started to increase during the various stages of the implementation of the GSN. In some cases, Ipv6 products were implemented of behalf of the GSN project. This drives forces for further diffusion of IPv6.”



The deployment of IPv6 in the GSN project displayed additional benefits in respect to the NAT techniques. The importance of the new protocol in the educational sector was recognized by the statement of one professor: “Although the GSN project introduced enough address space for every school and pupils, the most significant thing was the development of P2P applications and the provision of feedback to Cisco hardware platforms for problems in QoS handling when IPv6 was in use.”



Furthermore, the example of an ICT company that uses at pilot stage IP cameras for surveillance purposes reinforces the above argument. The CEO of the company emphasized the convergence of different technologies through collaborations between companies. “The Connex Broadband Pack will provide new subscribers with 6 months of our surveillance service. We (company) will harvest the a diffusion of our product and the ISP will enjoy extra earnings due to the added value service which is expected to attract new customers. Ipv6 is crucial for this collaboration. ”
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However, according to the researcher and network security specialist, there are wrong incentives for investing in IPv6 and sometimes are driven from personal agendas. The researcher of the Telecommunications and Networks Laboratory of ICS-FORTH argued that: “The ISP’s that had already invested in ISDN technology consider ADSL investments an extra cost. Managers didn’t approve Ipv6 and Broadband investments in an attempt to retain the shareholder’s stable profits. This happens because the strategic decisions of the companies are based on annual evaluation of investments.”



The above facts seem to be part of the story. The comment of the VLSI architect for the evaluation of investments in telecoms sector explored another dimension of this reality: “Managers also think in terms of “the user’s need”. In Greece, at this time, most vital is the download rates of the connection that a user enjoys and not how the allocation IP addresses is conducted. The user first desires fast download speeds to enjoy multimedia applications and then starts to concern about the devices that can plug in his Personal Area Network (PAN). This is a factor that comes after. ”



The member of the W3C office focused on the increase of Wi-Fi networks in many areas in Greece. According to his statement: “The deployment of Wi-Fi access at Syntagma Square by the Greek Ministry of Development gives the opportunity to users to sent photos directly through the Internet only with the use of their IP camera. The following years, the deployment of Ipv6 in tourist areas with Wi-Fi LANs would be a necessity due to the need of increased network connectivity in these areas.”
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When the conversation with one product manager turned to protocols and standards reinforcement mechanism of Grindley (1995), the example discussed was the new operating system of Microsoft Corporation: “The intrinsic aspect about standards is that they are driven by market power which sometimes captures or generates the need for a new version to the users. The forthcoming edition of Windows operating system, Windows Vista, will have IPv6 enabled by default and will be launched by the end of 2006. This will create a critical mass at a global level that will start earning power against the installed base of IPv4.”



However, the installed base of IPv4 computers was running old Windows versions. Liakopoulos (2006) summarizes the ways of implementing Ipv6 in an ADSL environment and places it in the context of the GSN project. Moreover, he reveals some important comments about the switching costs of this endeavour: “Activating IPv6 protocols to internal school LANs is a technical challenge due to the large number of school nodes and end systems. However, the gradual upgrade of the PC-based labs with new operating systems in the forthcoming years it will allow the deployment of IPv6 protocols without any significant effort” (Liakopoulos 2006).



This implied a long-term assumption on switching costs which contradicts the investment plans of the ISP’s in Greece. However, the costs in new investments are not introduced by IPv6 but due to the rapid need of technology upgrades in all organizations. When this need appears, the switching costs are being very relative. This was also illustrated by the same author: “It should be noted that the hardware of the core routers in the main GSN PoPs had to be upgraded in order to support IPv6 protocols and services.
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This had been planned quite a long time before transition to IPv6 was attempted” (Liakopoulos, 2006).



Finally, in the annual Ipv6 forum held in the GRNET one network engineer spoke about the advanced security that the IPSec functionality introduces to peer to peer applications. Discussing the importance of security for mobile applications, he emphasized the imperative role of IPv6 in the convergence of 3G network and the IP protocol. He concluded by arguing that: “If we want the next years the Ipv6 standard to dominate the market that can only be achieved through the convergence of IP and 3G networks. The need for mobility and security incorporated in the new IP devices is estimates to happen in 4G networks.”
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CHAPTER 6 – Findings Analysis and Discussion This chapter presents an analysis of the case study findings with respect to the theoretical framework. The main instrument in this effort would be an interpretation of standards reinforcements mechanism (Grindley 1995) with respect to the adoption dynamics (Scurve) of Shapiro and Varian (1999). The objective is to understand the adoption dynamics and the contribution of network economics phenomena to the transition of IPv6 in Greece.



The GSN project displays that there are social, economic and political aspects involved in the transition from IPv4 to IPv6. The Greek Research and Technology Network with the contributions of the research and academic community provided a testbed for the deployment of IPv6 technology in a non-commercial network. The deployment of such an intranet from a neutral party like GRNET that supports and promotes IPv6 services can be a “platform for competitors to provide higher level services” (Clark 2005 p.469). For instance, the contribution of Cisco in the project was a valuable experience for the company and an issue that gave Cisco a competitive advantage in contrast to other companies. Companies usually did not have the opportunity to test extensively their products in large non-commercial networks that are fault tolerant. In this way the GSN project affected the market by providing a technical “know-how” to companies deploying new technologies.



However, the deployment of IPv6 in Greece seems to be at a very early stage. In terms of the S-curve proposed by of Shapiro and Varian (1999) the case study reveals that Ipv6 technology in Greece is at its first phase: the launch stage. This does not imply that positive feedback phenomenon was not observed. On the contrary, the project attracted companies apart from Cisco that developed IPv6 services, such as VoIP applications and Video on Demand. Thus, the standards reinforcement mechanism of Grindley can also be applied to understand how the deployment of IPv6 in a school intranet has multiplication character.
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We can distinguish between two categories of people that also gained valuable experience from the project: the help desk team of the GRNET that took 70% of their time to deal with problems in many nodes and routers in Greece and the teachers and pupils that after the completion of the endeavour were familiarized with IPv6 services. This implies that a critical mass of people has developed awareness about this technology. According to the technical manager of the project, this is very crucial and reflects the current status in the help desk departments of the ISP’s in Greece that lack of such an experience. This explains to a reasonable amount the lack of investments in IPv6 technology. The following years, as these people have developed the adequate skills, it is expected that its diffusion will rise. Under this notion, the two types of path dependence introduced by Hanseth (2000) explain the launch stage that Greece is at this moment. First, it was observed path dependence in the users that already use IPv4 in networking environments. Secondly, it was observed path dependence that deals with “the technical design of that technology” (Hanseth 2000). One other factor usually misinterpreted is the switching costs of the transition of IP. The comment of one of the professors interviewed was that it depends on how one defines the switching cost and what is the policy of the organization that defines it each time. For example, understanding how the objectives of an organization can be accomplished with the introduction of IPv6 services and the time scale of these objectives is essential for the definition of the costs. As mentioned above the GSN project was a non-commercial project and was funded by the Greek Ministry of National Education and Religious Affairs. That had implications for planning the transition mechanism that will be used and evaluating the switching costs. Speaking in engineering terms, IPv6 implies a better architecture to the network and this implies network management capabilities. In commercial networks this has to be balanced against the earnings of the investment. The inertia of the installed base is the basic argument of not proceeding in radical investments. Moreover, one can argue that switching costs are relatively high simply because technology behaves in a rapid way. Tomorrow’s hardware or software systems will be
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among other features, IPv6 ready. This aspect was also illustrated from the GSN project by the fact that adequate planning has been done in terms of CPU and memory in order to effectively gain from the premises of Ipv6 services. In the near future, anyone that wants a system upgrade will obtain IPv6 connectivity due to the diffusion of the IP protocol. A paradigm example for this is the forthcoming version of operating system launched by Microsoft, namely Windows Vista. While the previous version of Windows XP, was in fact IPv6 compatible this capability was not offered to the common user. The user had to install the IPv6 protocol in a Windows XP system. Now Windows Vista will have IPv6 enabled stack by default, and this will extremely contribute to further diffusion of the protocol. Once this new operating systems is available in the market, every organization that wants an upgrade will have to switch to Vista in order to keep up with the huge complements of software that has already purchased from Microsoft. This would lead to network externalities and positive feedback, since new applications will be built and users will start enjoying the premises of the enhanced end-to-end security and quality of service in multimedia applications.



Relative to the above arguments is the political environment of the Internet Service Providers in Greece. ISP’s hesitated to invest in new technologies due to two main reasons. The first was that the National Telecommunications Organization (OTE) had already invested in ISDN technology and any investment on ADSL would at that moment be costly. This also explains the disproportion of installed ports per access technology in the access network of the GSN project (Chapter 5: Figure 6). The second reason is related to the way that evaluations of a specific investment take place. Personal agendas of the telecommunications managers are critical in the decision for Broadband investments. Broadband investments require “always on” connectivity and static IP addresses. In this way they are complementary to Ipv6 technology. The interview with the researcher of the Telecommunications and Network Laboratory of ICS-FORTH showed that managers failed to invest in ADSL technology. The reason for the above is the annual basis of the evaluation of such an investment that illustrates no revenue at all for the first years, compared to the ISDN technology. Managers wanted to show their “strategic” skills in
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the board of shareholders by presenting small and constant revenues in an effort to keep their position in the company “safe”.



However, the telecommunications environment in Greece has changed in the last two years. New ICT companies join forces in order to sell added value services over the basic service of an ISP. An example is the company that uses IP cameras for entertainment and surveillance purposes. That company rise from the GSN project and in particular from the development of the Video on demand service. The GSN network constitutes an information superhighway; the video on demand service is complementary to the broadband access of the subscriber. It is also related to the large number of available IP addresses that make any device easily connected to the network. The specific ISP will increase its revenue with the provision of added value services to its customers and the start-up company will try to lock-in its users with product differentiation of the specific service (Shapiro and Varian 1999). To the time of writing this chapter the same ISP has doubled for free the download speed that offers to its customers. This shows a different policy for broadband connectivity compared to the previous years of the Greek School Network project.



The next implementation steps in the GSN are drifting towards Wi-Fi infrastructure, an aspect which is believed to enhance IPv6 capabilities. This is also driven from efforts of contemporary research on wireless networks that encapsulate quality of service and throughput differentiation over the wireless spectrum (Siris and Alafouzos 2005). Thus, Wi-Fi LANs constitute a gaining area of interest in Greece. They are characterized by “always on - always reachable” connections and this is why are more prominent to spread out the advantages of Ipv6 technology. The example of the free wireless access to citizens in the central square of Athens, demonstrates the efforts of the Ministry of Development to familiarize citizens with Broadband access. The next step in this effort comes with the convergence of IP networks and 3G networks (Lehr and McKnight 2002). All mobile telephony providers in Greece already offer 3G services to their customers and in the following years increased competition will be based on IPv6 service over 3G connectivity. This competitive environment constitutes a key-aspect “for the cost-
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effective provision of continuously upgraded network infrastructures deploying the latest transmission technologies” (Courcoubetis and Weber 2003, p.79) The GSN project also notes that critical to the adoption of IPv6 is the service that is built upon the IPv6. The users understand in terms of service and not it terms of DNS prefixes (Carpenter 2005). Hence, killer applications play an important in the battle of standards (Shapiro and Varian 1999). If such an application exists in Greece then two things might happen. First this application might face a critical mass in favor of the Ipv4 that will stand barrier to entry for IPng. For instance, peer to peer (P2P) applications are expected to dominate the market in the following years. These applications are not directly affected with the use of Ipv4. In a reasonable amount they are built on IPv4. However, the use of NAT (Network Address Translation) techniques, which partially solves the problem of address limitation affect the quality of service and end-to-end security of an IP packet. Thus, a killer application that does not directly rely on Ipv4 will start feed forward IPv6 because previous techniques dealing with address exhaustion affect the critical mass of such an application.



Voice over Internet protocol (VoIP) is a very good example of killer application that has two intrinsic properties. The first one is that gives an alternative way of communication with personal computers and PDA’s as well as with landline telephone numbers. Under this notion it acts as a complementary service to the installed base of telephone users but also exploits the positive feedback loop of the large network of TCP/IP compatible devices. It links two different installed bases: the telephone network and the devices that are already plugged into the Internet. The communication from computer to computer is without charge and the only cost associated with it, is the fixed cost of the broadband connection. Under the notion that IPv6 and 3G networks will start gaining power in the market, everyone with an Internet connection can run a VoIP application and talk for free with everyone in the globe. In this way, VoIP applications start to face at a first level critical mass and after some time the user will be locked in this service as it faces lower charges from the old costly services of GSM mobile networks. According to Brian
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Carpenter, IETF Chair, VoIP applications challenge “all the cost models of telecoms” (Carpenter, 2005).



Secondly, VoIP applications are based on the information infrastructure of already existing technologies. This is not the first time that such a thing happens in telecommunications industry. The Internet was built upon the old telephone network. However, the diffusion of Internet as a means of communication was not limitless due to this fact. In some geographic areas the already installed based of Private Branch Exchange (PBX) boxes was a reason for early diffusion of Internet technology because Providers did not accumulate the sunk costs of new infrastructure (although this was not for high speed connections). This aspect is critical for the growth of companies that did not need to invest in infrastructure and exploit the IP protocol for growing their earnings. Internet service providers and mobile telephony companies face extremely costs for upgrading their infrastructure. At the same time companies, like Skype, start taking share of their market. This will force ISP’s to enable Ipv6 capabilities in order not to loose customers. Additionally, diffusion of IPv6 on take off phase of Shapiro and Varian (1999) will impact in externalities that will drive demand for a new market of firewalls. Integrity and authentication of IP packets are issues related to the Ipv6 and to end-to-end principle of the Internet. While Ipv6 is supposed to be backward compatible with IPv4 and in most cases dual stack models provide security, this is not always the case. For example, network administrators and help desk teams of ISP’s in Greece proved to lack experience with the protocol. This lack of experience leaves opens doors for malicious usage and “might take advantage of IPv6 in order to establish safe havens for attack” (Warfield 2004, p.1). In some cases total filtering of the traffic created problems while no filtering at all posed security threats to the intranet (Liakopoulos 2006). As further diffusion at commercial level increases, positive feedback will generate a new market for firewalls, security suites and filtering tools. Advanced security needs will be increased in accordance with the number of users that use mobile IPv6 services.
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Under this mode of analysis, this paper argues that diffusion of IPv6 in Greece is at the launch stage drifting towards the take-off phase of the adoption dynamics (Chapter 3). It is obvious that a non-commercial network drove forces for further adoption of the IPv6 standard. As standards reinforcement mechanism increases the complementary of IPv6 products, it gives more credibility to the protocol and drifts its diffusion to the take-off phase of the S-shaped curve. The case study depicts that there can be not only one Scurve regarding the IPv6 diffusion. More precisely, there are several S-curves regarding the complex nature of the IPv6 diffusion and one can distinguish between the Research Level, the Application Level, the Commercial Level and the User X Service Level curves of Ipv6 diffusion. As the technical manager of the GSN project stated “the transition could last approximately for 20 years in Greece”. This is where the saturation phase will take place. At that point, IPv6 will dominate the market with the curve of the User X Service level being higher of all. The above interpretation of the adoption dynamics is captured in Figure 8.



Figure 8: Greece’s IPv6 Adoption Dynamics Adopted from Shapiro and Varian (1999)
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Chapter 7 – Conclusion 7.1 Concluding Remarks This study was concentrated on the influence of network economics phenomena and standards reinforcements mechanism in the diffusion of IPv6 standard in Greece. The dissertation argued that in order to understand the transition dynamics of the IPv4 to IPv6, economics of standards must be studied in conjunction to the open shared and heterogeneous structure of the Internet.



It has been identified that non-commercial networks, like the GSN project, can enhance the adoption of IPv6 technology. The former is related to social, political and economic aspects. Research institutions can provide an environment to enable collaboration between ICT companies in order to drift towards the take-off phase of adoption dynamics. Vital parameters towards the above goal are the market structure, the role of the Internet Service Providers, the awareness of the help desk departments and the investments in Broadband Access. Long term planning in ADSL investments would lead to an increased number of Internet users in Greece that will step to mobile and secure applications over the IPv6 platform.



As Vint Cerf notes, there are more than 44 billion devices connected to the Internet with numbers of mobile devices exceeding numbers of workstation computers (Cerf 2000). By the end of the year 2006 there would be IP-sensor networks, IP cameras, garage doors openers, IP-telephones and a whole new generation of devices that are IP-compatible. The Internet is going to be bigger and bigger, much more anarchic with increasing complexity. And this complexity doesn’t stop on Earth. It goes through the already “Internet-enabled Mars base station” and the gateways that will link these networks back to Earth (Vint Cerf 2000). Hence, the question is not if we need an IPv6 transition, but if we can catch time limitations in Greece implied by the IP addresses exhaustion.
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7.2 Critique This section is devoted to the limitations of the research. Time is very crucial when one conducts a case study in developing a deeper understanding of the phenomena observed (Conford and Smithson 1996). Although an effort of “tracing events back in time” regarding the revision of IPv6 in Greece took place, the following of the particular situation as it unfolds over months and years could not have been possible (Conford and Smithson 1996).



The transition to IPv6 is an emerging phenomenon in Greece. The GSN project was an effort to develop awareness by linking research institutions with companies. However, the ability to conduct interviews with IT managers of such companies was limitless. Interviews with many managers working in the Greek telecommunications sector and promoting IPng could have provided the research work with insights regarding the adoption of the standard.



Moreover, the theoretical framework in this study treats the problem in a competing way with actors the two IP versions. Hence, it takes for granted “a winner takes it all” attitude which is not always the case. Actor network theory suggests that small changes must be implemented step by step in order for the transition to take place. Although we believe so, our conceptual framework wants only to understand the way that complex phenomena emerge in the specific domain and does not take as a prerequisite the time needed for that change.



Finally, one should not forget that research as a process is open-ended. There will be always a potential for further investigation of the issue.



7.3 Further Research Based on the previous critique this section reveals some thoughts for further research. For instance, interviews can be arranged with the product managers and help desk staff of some Internet Service Providers and Mobile Telephony Companies in Greece. Investments on Ipv6 infrastructure both for hardware and software as well as investments 48



on broadband and 3G networks in Greece will estimate the demand for the convergence of such technologies with the IP protocol. Statistical data of Internet users from the Ministry of Development after the implementation of various Wi-Fi spots in public areas and interviews with people that use Internet in their every day life could help evaluate the need of the user for “always on, always reachable” applications that make IPv6 a “must have” protocol. Enhanced security and privacy issues, emerging from the owning of an IP address also raise the need for further discussion as they encapsulate social and political dimensions of the standards reinforcement mechanism.
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APPENDIX 1 Sample of questions At the beginning of the interview a brief introduction of the theoretical framework was described. A list of questions was prepared and included issues related to the network economics theory. Questions regarding the costs of buying new network cards and computer equipment that would be compatible with the new version of the IP protocol were asked in order to estimate the cost of switching from one version to another. The definition of the cost that an organization might face was also examined. The transition mechanisms and the use of gateways was another issue of examination. The use of different technologies and how these treat the huge installed base of computers in the Greek School Network were questioned. Additionally, questions regarding positive feedback phenomenon for the case Internet Protocol were asked.



1. What is your view point for the IPv6 technology in Greece at this moment? 2. What are the estimations of dual stack protocols and the time schedule till Greece would be IPv6 ready? 3. What have you learned from the deployment of a transition mechanism in the Greek School Network? 4. Do you believe in that competition of standards affect the decisions of the proposed dual stack models? 5. How the GSN project and the GRNET promoted the IPv6 adoption in Greece? Are there any other organizations or projects that support this technology? 6. What are the driving forces for IPv6 technology in Greece? 7. What is the role of Broadband technology and Internet Service Providers in the diffusion of IPv6? 8. Is there competition among Broadband providers in Greece? 9. Are 3G networks widely deployed in Greece? Do they have an impact on the IPv6 adoption? 10. What is the view of mobile telephony providers?
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11. Why IPv6 transition mechanisms are slowly changing according to your opinion? 12. Did you face compatibility problems during the stages of the deployment? 13. Is there a killer application that makes the need of IPv6 technology an imperative need? 14. What organizations will first face the critical mass of IPv6? 15. What are the promises of this technology and what are the benefits for the end-user? 16. Are there any applications by which a user can enjoy the real meaning of the IPv6 technology? 17. Peer-to-peer applications increase the need for IPv6? 18. Can standards reinforcement mechanism explain why the adoption of IPv6 technology is at the earlier stages in Greece? 19. Are there political reasons for the investments on ISDN technology? 20. Were the investments of ISDN a barrier to entry for ADSL services? Was that related to the diffusion of IPv6? 21. How one defines the cost of switching from one version to the other? 22. Is in the above definition a long term assumption revealed? 23. Software or hardware costs are higher for the implementation of Ipv6?
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2 Academic Institutions in the GSN project The academic and research institutions that took part in the GSN project are:



1. University of Crete, www.uoc.gr 2. Aristotle University of Thessaloniki, www.auth.gr 3. Greek Research and Technology Network, www.grnet.gr 4. University of Thessaly, www.uth.gr 5. National and Kapodistrian University of Athens, www.uoa.gr 6. Research Academic Computer Institute Technology, www.cti.gr 7. Technological Educational Institute of Thessaloniki, www.teithe.gr 8. University of Macedonia, www.uom.gr 9. University of Ioannina, www.uoi.gr 10. University of Aegean, www.aegean.gr 11. Democritus University of Thrace, www.duth.gr 12. National Technical University of Athens - Institute of Communication and Computer Systems, www.iccs.ntua.gr
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3 GSN Download –Upload Traffic The picture shows the increasing demand for throughput during the years of the GSN project. As years pass by, much more data through the GSN is exchanged and demand for high speed connections increases. This will also be accelerated by the IPv6 adoption and the services that this technology will offer to the educational community.



Figure 9: Traffic exchanged through the GSN network Source: Kalogeras et.al (2005)



4 Hierarchy of Network Addresses There are five categories of predetermined size: class A, class B, class C, Class D and Class E. Class D and Class E do not contribute to the problem since they are for multicast applications and for experimental reasons accordingly (Hall 2000). Class A addresses are for a small number of networks (128 networks) allowing connectivity of a large number of devices per network (1,677,216 devices per network) while class C are the quite the opposite (2,097,152 networks and 256 devices per network). Class B networks allow 16.384 number of networks with 65,536 devices per network. This hierarchy implied that the IP exhaustion problem soon would become equal with the exhaustion of class B network sizes.
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5 GSN Network Architecture



Figure 10: GSN Network Architecture



Source Varvarigos (2006) 59
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